**ACU ERDO** No. **166**

**CRISTIAN CASTILLO PEÑAHERRERA SECRETARIO NACIONAL DE LA ADMINISTRACIÓN PÚBLICA**

**CONSIDERANDO:**

**Que,** la Constitución de la República determina en el artículo 227 que l a Administración Pública constituye un servicio a l a colecti vidad que se rige por principios de eficacia, calidad, jerarquía, desconcentraci ón, descentra lización, coordinación, participación, planificación, tra nsparencia y evaluación.

**Que,** el artículo 13 del Estatuto del Régimen Jurídi co Administrati vo de la Función Ejecuti va establece que la Secretaría Nacional de la Admini stración Pública es una entidad de derecho público, con personalidad jurídica y patrimonio propio, dotada de autonomía presupuestaria, financiera, económica y administrati va, encargada de establecer las polít icas, metodo logías de gestión e i nnovación insti tucional y herramientas necesarias pa ra el mejora miento de la eficiencia, calidad y transparencia de la gestión en las entidades y organismos d e la Función Ejecutiva, con quienes coordinará las acciones que sean necesarias pa ra la correcta ejecución de dichos fines; así como también de rea lizar el contro l , seguimiento y evaluación de la gestión de los planes, programas, proyectos y procesos de las entid ades y organismos de la Funci ón Ejecuti va que se encuentran en ejec ución; y, el control, seguimiento y evaluación de la calidad en la gestión de los mismos.

**Que,** mediante Acuerdos Ministeriales N os. 804 y 837 de 29 de julio y 19 de agosto de

2011 , respectivamente, l a Secretaría Naci onal de la Administración Pú blica creó la Comisión para la Seguridad Informática y de l as Tecnologías de la Información y Comunicación conformada por del egados del Ministerio de Telecomunicaciones y de la Soci edad de la Información, la Secretaría Nacional d e Inteligencia y la Secretaría Nacional de la Administración Pública y dentro de sus atribuciones tiene la de establecer lineamientos de seguridad informática, protección de infraestructura computacional y todo lo relac ionado con ésta, incluyendo la información contenida para las entidades de la Administración Pública Central e Institucional.

**Que,** es importante adoptar políticas, estrategias, normas, procesos, procedimientos, tecnologías y medios necesarios para mantener la seguridad en la información que se genera y custodia en diferentes medios y formatos de las entidades de la Administración Pública Central, Institucional y que dependen de la Función Ejecuti va.

**Que,** la Administración Pública d e forma integral y coordinada debe propender a minimi zar o anular riesgos en la informaci ón así como proteger la infraestructura gubernamental, más a ún si es estratégica, d e los denominados ataques informáticos o cibernéticos.
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de la **Adminis1ración Pública**

**Que,** l as Tecno logías de l a Información y Comunicación son herramientas imprescindibles para el cumplimiento de la gestión inst itucional e ínter-institucional de la Administración Pública en tal virtud, deben cumplir con estánd ares de segurid ad que garanti cen la confidencialidad, integr idad y disponibilidad de l a información;

**Que,** la Comisión para la Seguridad Informática y de las Tecnologías de la Información y Comunicación en referencia ha desa rroll ado el Esquema G ubernamental d e Seguridad de la Información (EGSI ), elaborado en base a la norma NTE INEN -ISO/IEC 27002 "Código de Práctica para la Gestión de la Seguridad de la Informaci ón".

**Que,** el artículo 15, letra i) del Estatuto del Régimen Jurídico y Administrativo de la Función Ejecuti va establece como atribución del Secretario Nacional de la Administración Pública, impul sa r proyectos de estandari zaci ón en procesos, calidad y tecnologías de la información y comunicaci ón;

En uso de las facultades y atribuciones q ue l e confiere el artícu lo 1 5, letra n) del

Estatuto del Régimen Jurídico y Administrativo de l a Función Ejecutiva,

**ACUERDA:**

**Artículo 1.-** Disponer a las entidades de la Adm inistración Pública Central , Institucional y que dependen de la Funci ón Ejecut i va el uso obligatorio de las Normas Técnicas Ecuatorianas NTE INEN-ISO/IEC 27000 para la Gestión de Seguridad de la Información.

**Artículo** 2. - Las entid ades de la Adm inistración Pública implementarán en un plazo de dieciocho (18) meses el Esquema Gubernamental de Seguridad de la Información (EGSI), que se adjunta a este acuerdo como Anexo 1 , a excepción de las disposi ci ones o normas marcadas como prioritarias en dicho esquema, las cuales se implementarán en (6) meses desde l a em isión d el presente Acuerdo.

La implementación del EGSI se real i zará en cada institución de acuerdo al ámbito de acción, estructura orgánica, recursos y nivel de madurez en gestión de Seguridad de la Información.

**Artículo** 3.- Las entidades designa rán, al interior de su institución, un Comité d e Segmidad de la Informaci ón liderado con un Oficial de Seguridad de la Información, conforme lo establece el EGSI y cuya designación de berá ser comunicada a la Secretaría Nacional de la Ad ministrac i ón Pública, en el transcurso de treinta (30) días posteriores a la emisión del presente Acuerdo.

**Artículo 4.-** La Secretaría Nacional de la Administrac ión Pública coordinará y dará seguimiento a la implementación del EGSI en las entidad es de la Administración Públ ica Central, Insti tucional y que dependen de la Función Ejecuti va. El seguimiento y control a la impl ementación de la EGSI se real izará med ia nte el Sistema de Gestión por
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Resultados (GPR) u otras herra mientas que para el efecto implemente la Secretaría

Nacional de l a Administración Pública.

**Artículo 5.-** La Secretaría Nacional de la Admi n i stración Pública reali zará de forma ordinaria una revisión anual del EGSI en conformidad a las modificaciones de la norma INEN ISO/IEC 27002 que se generen y de forma extraordinaria o periódica cuando las circunstancias así lo ameriten, además definirá los procedimien tos o metodologías pa ra su actua lización, implementación, seg uimiento y control.

**Artículo** 6.- Es responsabilidad de la máxima autoridad de cada entidad mantener la documentación de la implementación del EGSI debidamente organizada y registrada de acuerdo al proced imiento específico que pa ra estos efectos esta blezca la Secretaría Nacional de la Adm inistración Pública.

**Artículo** 7.- Las entidades realizarán una eva luación de riesgos y diseñará n e implementarán el plan de ma nejo de riesgos de su insti t ución, en base a la norma INEN ISO/l EC 27005 "Gestión del Riesgo en la Seguridad de la Información".

**DISPOSICIONES GENERALES**

**Primera.-** El EGSI pod rá ser revi sado periódicamente de acuerdo a las sugerencias u observaciones real izadas por las entidades de la Adm i nistración Pública Central , Institucional o que dependen de la Función Ejecuti va, las cuales deberán ser presentadas por escrito a la Secretaría Nacional de la Adm inistración Pública.

**Segunda.-** Cualquier propuesta de inclusi ón de controles o directrices adicionales a los ya establecidos en el EGSI q ue se generen en la implementación del mismo, deberán ser comunicados a la Secretaría Nacional de l a Administración Pública, previo a su a plicación; de igual manera, en caso de existir alguna excepción instit ucional respecto a la implementación del EGSI, ésta deberá ser justificada técnicamente y comunicada a la Secretaría Nacional de la Admini stración Pública, pa ra su análisis y a utorización.

**Tercera.-** Los Oficial es de Seguridad de la In formación de los Com ités de Gest ión de Seguridad de la Información designados por las instituciones, actuarán como contrapartes de la Secretaría Nacional de la Administración Pública en la implementación del EGSI y en la gestión de incidentes de seguridad de la información.

**Cuarta.-** Cualquier comunicación respecto a las di sposiciones reali zadas en el presente Acuerdo deberá ser informada directamente a la S ubsecretaría de Gobierno Electrónico de la Secretaría Nacional de la Ad ministración Pública.

**DISPOSICIONES TRANSITORIAS**

**Primera.-** Para efecti vi zar el con trol y seg uimiento del EGSI instituci onal , la Secretaría

Nacional de la Administración Pública en un pl azo de quince (1 5) días creará un
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proyecto en el sistema GPR en el que se homogenice los hitos que deben de cumplir las instituciones para implementar el EGSI.

**Segunda.-** La Secretaría Nacional de la Adm inistración Pública emitirá en el plazo de sesenta (60) días desde la emisión del presente Acuerdo los lineamientos específicos de registro y documentación de la implementación institucional del ESGl.

**Tercera.-** La Secretaría Nacional de la Administración Pública, además, en un plazo de noventa (90) días desde la emisión del presente Acuerdo, definirá las metodologías o procedimientos para actualización, implementación, seguimiento y control del EGST.

**DISPOSICIÓN DEROGATORIA**

Deróguese los Acuerdo Mini steriales No. 804 de 29 de julio de 2011 y No. 837 de 19 de agosto de 201 1 .

**DISPOSICION FINAL.-** Este Acuerdo entrará en vigencia a partir de su publicación en el Registro Oficial.

Dado en el Palacio Nacional, a los 1 9 días de l mes de se ptiembre de 201 3.

![](data:image/jpeg;base64,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)

e

**SECRETARIO**

·

Página **4 de 4**

![](data:image/png;base64,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)

Anexo 1 del Acuerdo No. 166 del19 de septiembre de 2013
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INTRODUCCIÓN

Los avances de las Tecnologías de la Información y Comunicación (TIC) han ocasionado que los gobiernos otorguen mayor atención a la protección de sus activos de información con el fin de generar confianza en la ciudadanía, en sus propias instituciones y minimizar riesgos derivados de vulnerabilidades informáticas.

La Secretaría Nacional de Administración Pública, considerando que las TIC son herramientas imprescindibles para el desempeño de institucional e inter-institucional, y como respuesta a la necesidad gestionar de forma eficiente y eficaz la seguridad de la información en las entidades públicas, emitió los Acuerdos Ministeriales No. 804 y No.

837, de 29 de julio y 19 de agosto de 2011 respectivamente, mediante los cuales creó la

Comisión para la Seguridad Informática y de las Tecnologías de la Información y

Comunicación.

La comisión realizó un análisis de la situación respecto de la gestión de la Seguridad de la Información en las Instituciones de la Administración Pública Central, Dependiente e Institucional, llegando a determinar la necesidad de aplicar normas y procedimientos para seguridad de la información, e incorporar a la cultura y procesos institucionales la gestión permanente de la misma.

El presente documento, denominado Esquema Gubernamental de Seguridad de la Información (EGSI), esta basado en la norma técnica ecuatoriana INEN ISO/lEC 27002 para Gestión de la Seguridad de la Información y está dirigido a las Instituciones de la Administración Pública Central, Dependiente e Institucional.

El EGSI establece un conjunto de directrices prioritarias para Gestión de la Seguridad de la Información e inicia un proceso de mejora continua en las instituciones de la Administración Pública. El EGSI no reemplaza a la norma INEN ISO/lEC 27002 sino que marca como prioridad la implementación de algunas directrices.

La implementación del EGSI incrementará la seguridad de la información en las entidades públicas así como en la confianza de los ciudadanos en la Administración Pública.

SNAP l'(i!l<'lllht(• 1)! :
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l.POLÍTICA DE SEGURIDAD DE LA INFORMACIÓN

1.1. Documento de la Política de la Seguridad de la Información

a) La máxima autoridad de la institución dispondrá la implementación de este

Esquema Gubernamental de Seguridad de la Información (EGSI) en su entidad (\*) 1

•

b) Se difundirá la siguiente política de seguridad de la información como referencia

(\*):

"Las entidades de la Administración Pública Central, Dependiente e Institucional que generan, utilizan, procesan, comparten y almacenan información en medio electrónico o escrito, clasificada como pública, confidencial, reservada y no reservada, deberán aplicar el Esquema Gubernamental de Seguridad de la Información para definir los procesos, procedimientos y tecnologías a fin de garantizar la confidencialidad, integridad y disponibilidad de esa información, en los medios y e] tiempo que su legitimidad lo requiera".

Las entidades públicas podrán especificar una política de seguridad más amplia o específica en armonía con la Constitución, leyes y demás normativa legal propia o relacionada así como su misión y competencias.

1.2. Revisión de la Política

a) Para garantizar la vigencia de la política de seguridad de la información en la

institución, esta deberá ser revisada anualmente o cuando se produzcan cambios significativos a nivel operativo, legal, tecnológica, económico, entre otros.

1 (\*)En todo este documento esta marca significa que se trata de un control/directriz prioritario
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2.ORGANIZACIÓN DE LA SEGURIDAD DE LA INFORMACIÓN

2.1. Compromiso de la máxima autoridad de la institución con la seguridad de la

información

a) Realizar el seguimiento de la puesta en marcha de las normas de este documento

(\*).

b) Disponer la difusión, capacitación y sensibilización del contenido de este

documento (\*).

e) Conformar oficialmente el Comité de Gestión de la Seguridad de la Información

de la institución (CSI) y designar a los integrantes(\*).

El comité de coordinación de la seguridad de la información involucrará la participación y cooperación de los cargos directivos de la institución. El comité deberá convocarse de forma periódica o cuando las circunstancias lo ameriten. Se deberá llevar registros y actas de las reuniones.

2.2. Coordinación de la Gestión de la Seguridad de la Información

a) La coordinación estará a cargo del Comité de Gestión de Seguridad de la

Información el cual tendrá las siguientes funciones:

• Definir y mantener la política y normas institucionales particulares en materia de seguridad de la información y gestionar la aprobación y puesta en vigencia por parte de la máxima autoridad de la institución así como el cumplimiento por parte de los funcionarios de la institución.

• Monitorear cambios significativos de los riesgos que afectan a los recursos de información frente a las amenazas más importantes.

• Tomar conocimiento y supervisar la investigación y monitoreo de los incidentes relativos a la seguridad.

• Aprobar las principales iniciativas para incrementar la seguridad de la información, de acuerdo a las competencias y responsabilidades asignadas a cada área.

• Acordar y aprobar metodologías y procesos específicos, en base al EGSI

relativos a la seguridad de la información.

• Evaluar y coordinar la implementación de controles específicos de seguridad de la información para nuevos sistemas o servicios, en base al EGSI.

• Promover la difusión y apoyo a la seguridad de la información dentro de la institución.

• Coordinar el proceso de gestión de la continuidad de la operación de los servicios y sistemas de información de la institución frente a incidentes de seguridad imprevistos.

• Designar a los custodios o responsables de la información de las diferentes áreas de la entidad, que deberá ser formalizada en un documento físico o electrónico.

• Gestionar la provisión permanente de recursos económicos, tecnológicos y humanos para la gestión de la seguridad de la información.

• Velar por la aplicación de la familia de normas técnicas ecuatorianas INEN ISO/lEC 27000 en la institución según el ámbito de cada norma.

• Designar formalmente a un funcionario como Oficial de Seguridad de la

SNAP
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Información quien actuará como coordinador del CSI. El Oficial de Seguridad no pertenecerá al área de Tecnologías de la Información y reportará a la máxima autoridad de la institución (\*).

• Designar formalmente al responsable de seguridad del área de Tecnologías de la Información en coordinación con el director o responsable del área de

Tecnologías de la Información de la Institución (\*).

2.3 Asignación de responsabilidades para la seguridad de la información

El Oficial de Seguridad de la Información tendrá las siguientes responsabilidades:

a) Definir procedimientos para el control de cambios a los procesos operativos, los sistemas e instalaciones, y verificar su cumplimiento, de manera que no afecten la seguridad de la información.

b) Establecer criterios de seguridad para nuevos sistemas de información, actualizaciones y nuevas versiones, contemplando la realización de las pruebas antes de su aprobación definitiva.

e) Definir procedimientos para el manejo de incidentes de seguridad y para la administración de los medios de almacenamiento.

d) Controlar los mecanismos de distribución y difusión de información dentro y fuera de la institución.

e) Definir y documentar controles para la detección y prevención del acceso no autorizado, la protección contra software malicioso, garantizar la seguridad de los datos y los servicios conectados a las redes de la institución.

f) Desarrollar procedimientos adecuados de concienciación de usuarios en materia de seguridad, controles de acceso a los sistemas y administración de cambios.

g) Verificar el cumplimiento de las normas, procedimientos y controles de seguridad

institucionales establecidos.

h) Coordinar la gestión de eventos de seguridad con otras entidades gubernamentales.

i) Convocar regularmente o cuando la situación lo amerite al Comité de Seguridad de la Información así como llevar registros de asistencia y actas de las reuniones.

El responsable de Seguridad del Área de Tecnologías de la Información tendrá las siguientes responsabilidades:

a) Controlar la existencia de documentación física o electrónica actualizada relacionada con los procedimientos de comunicaciones, operaciones y sistemas.

b) Evaluar el posible impacto operativo a nivel de seguridad de los cambios previstos a

sistemas y equipamiento y verificar su correcta implementación, asignando responsabilidades.

e) Administrar los medios técnicos necesarios para permitir la segregación de los ambientes de procesamiento.

d) Monitorear las necesidades de capacidad de los sistemas en operación y proyectar las futuras demandas de capacidad para soportar potenciales amenazas a la seguridad de la información que procesan.

e) Controlar la obtención de copias de resguardo de información, así como la prueba

periódica de su restauración.

f) Asegurar el registro de las actividades realizadas por el personal operativo de seguridad de la información, para su posterior revisión.

g) Desarrollar y verificar el cumplimiento de procedimientos para comunicar las fallas
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en el procesamiento de la información o los sistemas de comunicaciones, que permita tomar medidas correctivas.

h) Implementar los controles de seguridad definidos (ej., evitar software malicioso,

accesos no autorizados, etc.).

i) Definir e implementar procedimientos para la administración de medios

informáticos de almacenamiento (ej., cintas, discos, etc.) e informes impresos, y verificar la eliminación o destrucción segura de los mismos, cuando proceda.

j) Gestionar los incidentes de seguridad de la información de acuerdo a los

procedimientos establecidos.

k) Otras que por naturaleza de las actividades de gestión de la seguridad de la

información deban ser realizadas.

2.4 Proceso de autorización para nuevos servicios de procesamiento de la información

a) Asignar un custodio o responsable para cualquier nuevo servicio a implementar, generalmente del área peticionaria, incluyendo la definición de las características de la información y la definición de los diferentes niveles de acceso por usuario.

b) Autorizar explícitamente por parte del custodio el uso de un nuevo servicio según las definiciones anteriores.

e) Solicitar la autorización del oficial de seguridad de la información el uso del nuevo

servicio garantizando el cumplimiento de la políticas de seguridad de la información y normas definidas en este documento.

d) Evaluar la compatibilidad a nivel de hardware y software con sistemas internos .

e) Implementar los controles necesarios para el uso de nuevos servicios para procesar información de la institución sean personales o de terceros para evitar nuevas vulnerabilidades.

2.5.Acuerdos sobre Confidencialidad (\*)

a) Elaborar y aprobar los acuerdos de confidencialidad y de no-divulgación de información conforme la Constitución, las leyes, las necesidades de protección de información de la institución y el EGSI.

b) Controlar que los acuerdos de confidencialidad de la información, documento físico

o electrónico, sean firmados de forma manuscrita o electrónica por todo el personal de la institución sin excepción.

e) Gestionar la custodia de los acuerdos firmados, en los expedientes, físicos o

electrónicos, de cada funcionario, por parte del área de gestión de recursos humanos.

d) Controlar que la firma de los acuerdos de confidencialidad sean parte de los procedimientos de incorporación de nuevos funcionarios a la institución, sin excepción.

e) Gestionar la aceptación, entendimiento y firma de acuerdos de confidencialidad y de no divulgación de información por parte de terceros (ej., contratistas, proveedores, pasantes, entre otros) que deban realizar labores dentro de la institución sea por medios lógicos o físicos y que involucren el manejo de información.

2.6 Contacto con las autoridades

a) Establecer un procedimiento que especifique cuándo y a cuales autoridades se reportarán incidentes derivados del infringimiento de la política de seguridad o por acciones de seguridad de cualquier origen (ej., SNAP, fiscalía, policía, bomberos,
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911, otros). Todo incidente de seguridad de la información que sea considerado crítico deberá ser reportado al oficial de seguridad y este a su vez al comité de seguridad y la máxima autoridad según los casos.

b) Reportar oportunamente los incidentes identificados de la seguridad de la información a la SNAP si se sospecha de incumplimiento de la ley o que provoquen indisponibilidad o continuidad

e) Identificar y mantener actualizados los datos de contacto de proveedores de bienes o servicios de telecomunicaciones o de acceso a la Internet para gestionar potenciales incidentes.

d) Establecer acuerdos para compartir información con el objeto de mejorar la cooperación y la coordinación de los temas de la seguridad. Tales acuerdos deberían identificar los requisitos para la protección de la información sensible.

2.7 Contactos con grupos de interés especiales

a) Mantener contacto apropiados con organizaciones públicas y privadas, asociaciones profesionales y grupos de interés especializados en seguridad de la información para mejorar el conocimiento sobre mejores prácticas y estar actualizado con información pertinente a gestión de la seguridad.

b) Recibir reportes advertencias oportunas de alertas, avisos y parches relacionados con ataques y vulnerabilidades de organizaciones públicas, privadas y académicas reconocidas por su aporte a la gestión de la seguridad de la información .

e) Establecer contactos entre oficiales y responsables de la seguridad de la información para compartir e intercambiar información acerca de nuevas tecnologías, productos, amenazas o vulnerabilidades;.

2.8 Revisión independiente de la seguridad de la información

a) Ejecutar revisiones independientes de la gestión de la seguridad a intervalos planificados o cuando ocurran cambios significativos en la implementación

b) Identificar oportunidades de mejora y la necesidad de cambios en el enfoque de la seguridad, incluyendo la política y los objetivos de control a partir de las revisiones independientes. La revisión deberá contemplar las actuaciones de la alta dirección, del comité de seguridad y del oficial de seguridad en materia de gestión de la seguridad.

e) Registrar y documentar todas las revisiones independientes de la gestión de la

seguridad de la información que la institución realice.

2.9 Identificación de los riesgos relacionados con las partes externas

a) Identificar y evaluar los riesgos para la información y los serv1c1os de procesamiento de información de la entidad en los procesos que involucran terceras partes e implementar los controles apropiados antes de autorizar el acceso.

b) Bloquear el acceso de la tercera parte a la información de la organización hasta haber implementado los controles apropiados *y,* cuando es viable, haber firmado un contrato que defina los términos y las condiciones del caso así como acuerdos de confidencialidad respecto de la información a la tendrán acceso.

e) Garantizar que la tercera parte es consciente de sus obligaciones y acepta las responsabilidades y deberes involucrados en el *acceso,* procesamiento,
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comunicación o gestión de la información y los serv1c1os de procesamiento de información de la organización.

d) Registrar y mantener las terceras partes vinculadas a la entidad considerando los

siguientes tipos:

• proveedores de servicios (ej., Internet, proveedores de red, servicios

telefónicos, servicios de mantenimiento, energía eléctrica, agua, entre otros);

• servicios de seguridad;

• contratación externa de proveedores de servicios y/u operaciones;

• asesores y auditores externos;

• limpieza, alimentación y otros servicios de soporte contratados externamente;

• personal temporal (estudiantes, pasantes,funcionarios públicos externos);

• ciudadanos/clientes;

• Otros

2.10 Consideraciones de la seguridad cuando se trata con ciudadanos o clientes

a) Identificar requisitos de seguridad antes de facilitar servicios a ciudadanos o clientes de entidades gubernamentales que utilicen o procesen información de los mismos o de la entidad. Se podrá utilizar los siguientes criterios:

• protección de activos de información;

• descripción del producto o servicio;

• las diversas razones, requisitos y beneficios del acceso del cliente;

• política de control del acceso;

• convenios para gestión de inexactitudes de la información, incidentes de la seguridad de la información y violaciones de la seguridad;

• descripción de cada servicio que va a estar disponible;

• nivel de servicio comprometido y los niveles inaceptables de servicio;

• el derecho a monitorear y revocar cualquier actividad relacionada con los activos de la organización;

• las respectivas responsabilidades civiles de la organización y del cliente;

• las responsabilidades relacionadas con asuntos legales y la forma en que se garantiza el cumplimiento de los requisitos legales

• derechos de propiedad intelectual y asignación de derechos de copia y la protección de cualquier trabajo colaborativos

• protección de datos en base la Constitución y leyes nacionales, particularmente datos personales o financieros de los ciudadanos

2.11Consideraciones de la seguridad en los acuerdos con terceras partes

a) Garantizar que exista un entendimiento adecuado en los acuerdos que se firmen entre la organización y la tercera parte con el objeto de cumplir los requisitos de la seguridad de la entidad. Refiérase a la norma INEN ISO/lEC para los aspectos claves a considerar en este control.
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3. GESTIÓN DE LOS ACTIVOS

3.1. Inventario de activos

Inventariar los activos primarios, en formatos físicos y/o electrónicos:

a) Los procesos estratégicos, claves y de apoyo de la institución.

b) Las normas y reglamentos que son la razón de ser de la institución.

e) Planes estratégicos y operativos de la institución y áreas específicas.

d) Los archivos generados por los servidores públicos, tanto de manera física como electrónica, razón de ser de la función que desempeñan en la institución.

e) Los manuales e instructivos de sistemas informáticos: instalación, guía de usuario, operación, administración, mantenimiento, entre otros.

f) De la operación de los aplicativos informáticos de los servicios informáticos: datos y meta-datos asociados, archivos de configuración, código fuente, respaldos, versiones, etc.

g) Del desarrollo de aplicativos de los servicios informáticos: actas de levantamiento de requerimientos, documento de análisis de requerimientos, modelos entidad - relación, diseño de componentes, casos de uso, diagramas de flujo y estado, casos de prueba, etc.

h) Del soporte de aplicativos de los servicios informáticos: tickets de soporte, reportes físicos y electrónicos, evaluaciones y encuestas, libros de trabajo para capacitación, etc.

i) De la imagen corporativa de la institución: manual corporativo (que incluye manual de marca y fuentes en formato electrónico de lagos), archivos multimedia, tarjetas de presentación, volantes, banners, trípticos, etc.

Inventariar los activos de soporte de Hardware (\*):

j) Equipos móviles: teléfono inteligente (smartphone), teléfono celular, tableta, computador portátil, asistente digital personal (PDA), etc.

k) Equipos fijos: servidor de torre, servidor de cuchilla, servidor de rack, computador de escritorio, computadoras portátiles, etc.

l) Periféricos de entrada: teclado, ratón, micrófono, escáner plano, escáner de mano, cámara digital, cámara web, lápiz óptico, pantalla de toque, etc.

m) Periféricos de salida: monitor, proyector, audífonos, parlantes, impresora láser, impresora de inyección de tinta, impresora matricial, impresora térmica, plóter, máquina de fax, etc.

n) Periféricos y dispositivos de almacenamiento: sistema de almacenamiento (NAS, SAN), librería de cintas, cintas magnéticas, disco duro portátil, disco flexible, grabador de discos (CD, DVD, Blu-ray), CD, DVD, Blu-ray, memoria USB, etc.

o) Periféricos de comunicaciones: tarjeta USB para redes inalámbricas (Wi-Fi,

Bluetooth, GPRS, HSDPA), tarjeta PCMCIA para redes inalámbricas (Wi-Fi, Bluetooth, GPRS, HSDPA), tarjeta USB para redes alámbricas/inalámbricas de datos y de telefonía, etc.

p) Tableros: de transferencia (bypass) de la unidad ininterrumpible de energía (UPS),

de salidas de energía eléctrica, de transferencia automática de energía, etc.

q) Sistemas: de control de accesos, de aire acondicionado, automático de extinción de incendios, de circuito cerrado de televisión, etc.
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Inventariar los activos de soporte de Software (\*):

r) Sistemas operativos. .

s) Software de servicio, mantenimiento o administración de: gabinetes de seiV1dores

de cuchilla, servidores (estantería/rack, torre, virtuales), sistema de redes de datos, sistemas de almacenamiento (NAS, SAN), telefonía, sistemas (de UPS, grupo electrógeno, de aire acondicionado, · automático de extinción de incendios, de circuito cerrado de televisión), etc.

t) Paquetes de software o software base de: suite de ofimática, navegador de Internet,

cliente de correo electrónico, mensajería instantánea, edición de imágenes, vídeo conferencia, servidor (proxy, de archivos, de correo electrónico, de impresiones, de mensajería instantánea, de aplicaciones, de base de datos), etc.

u) Aplicativos informáticos del negocio.

Inventariar los activos de soporte de redes(\*):

v) Cables de comunicaciones (interfaces: RJ-45 o RJ-11, SC, ST o MT-RJ,interfaz

V35, RS232, USB, SCSI, LPT), panel de conexión (patch panel), tomas o puntos de red, racks (cerrado o abierto, de piso o pared), etc.

w) Switchs (de centros de datos, de acceso, de borde, de gabinete de seiVidores,

access-ppoint, transceiver, equipo terminal de datos, etc.).

x) Ruteador (router), cortafuego (firewall), controlador de red inalámbrica, etc.

y) Sistema de detección/prevención de intrusos (IDS/IPS), firewall de aplicaciones web, balanceador de carga, switch de contenido, etc.

Inventariar los activos referentes a la estructura organizacional:

z) Estructura organizacional de la institución, que incluya todas las unidades administrativas con los cargos y nombres de las autoridades: área de la máxima autoridad, área administrativa, área de recursos humanos, área financiera, etc.

aa) Estructura organizacional del área de las TIC, con los cargos y nombres del personal: administrador (de servidores, de redes de datos, de respaldos de la información, de sistemas de almacenamiento, de bases de datos, de seguridades, de aplicaciones del negocio, de recursos informáticos, etc.), líder de proyecto, personal de capacitación, personal de mesa de ayuda, personal de aseguramiento de calidad, programadores (PHP, Java, etc.).

bb) Inventario referente a los sitios y edificaciones de la institución: planos arquitectónicos, estructurales, eléctricos, sanitarios, de datos, etc.

ce) Dirección física, dirección de correo electrónico, teléfonos y contactos de todo el personal de la institución.

dd) De los servicios esenciales: número de líneas telefónicas fijas y celulares, proveedor de servicios de Internet y transmisión de datos, proveedor del suministro de energía· eléctrica, proveedor del suministro de agua potable, etc.

Los activos deberán ser actualizados ante cualquier modificación de la información registrada y revisados con una periodicidad no mayor a seis meses.

3.2. Responsable de los activos

a) Asignar los activos asociados (o grupos de activos) a un individuo que actuará como

Responsable del Activo. Por ejemplo, debe haber un responsable de los

SNAP \t>pl iemhrl' . 11 ¡

1 ·.qtJt rliit Gulh•rniiflH'ntal ílt' St \JUrHlél(J dP la lnlormac10n vers10n 1.0 12

computadores de escritorio, otro de los celulares, otro de los servidores del centro de datos, etc. El término "responsable" no implica que la persona tenga realmente los derechos de propiedad de los activos. El Responsable del Activo tendrá las

siguientes funciones:

• Elaborar el inventario de los activos a su cargo y mantenerlo actualizado.

• Delegar tareas rutinarias, tomando en cuenta que la responsabilidad sigue siendo del responsable.

• Administrar la información dentro de los procesos de la institución a los cuales ha sido asignado.

• Elaborar las reglas para el uso aceptable del mismo e implantarlas previa autorización de la autoridad correspondiente.

• Clasificar, documentar y mantener actualizada la infonnación y los activos, y

definir los pennisos de acceso a la infonnación.

b) Consolidar los inventarios de los activos a cargo del Responsable del Activo, por área o unidad organizativa.

3.3. Uso aceptable de los activos

a) Identificar, documentar e implementar las reglas sobre el uso aceptable de los activos asociados con los servicios de procesamiento de la información. Para la elaboración de las reglas, el Responsable del Activo deberá tomar en cuenta las actividades definidas en los controles correspondientes a los ámbitos de "Intercambio de Información" y "Control de Acceso", donde sea aplicable.

b) El Oficial de Seguridad de la Información es el encargado de asegurar que los lineamientos para la utilización de los recursos de las Tecnologías de la Infonnación contemplen los requerimientos de seguridad establecidos, según la criticidad de la información que procesan.

e) La infonnación y documentos generados en la institución y enviados por cualquier medio o herramienta electrónica son propiedad de la misma institución.

d) Reglamentar el uso de correo electrónico institucional(\*}:

• Este servicio debe utilizarse exclusivamente para las tareas propias de las funciones que se desarrollan en la institución y no debe utilizarse para ningún otro fin.

• Cada persona es responsable tanto del contenido del mensaje enviado como de cualquier otra información que adjunte.

• Todos los mensajes deben poder ser monitoreados y conservados permanentemente por parte de las institución.

• Toda cuenta de correo electrónico debe estar asociada a una única cuenta de usuario.

• La conservación de los mensajes se efectuará en carpetas personales, para archivar la información de acceso exclusivo del usuario y que no debe compartirse con otros usuarios. Debe definirse un límite de espacio máximo.

• Toda la información debe ser gestionado de forma centralizados y no en las estaciones de trabajo de los usuarios.

• Todo sistema debe contar con las facilidades automáticas que notifiquen al usuario cuando un mensaje enviado por él no es recibido correctamente por el destinatario, describiendo detalladamente el motivo del error.
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• Deben utilizarse programas que monitoreen el accionar de virus informáticos tanto en mensajes como en archivos adjuntos, antes de su ejecución.

• Todo usuario es responsable por la destrucción de los mensajes con origen desconocido, y asume la responsabilidad por las consecuencias que pueda ocasionar la ejecución de los archivos adjuntos. En estos casos, no deben contestar dichos mensajes y deben enviar una copia al Oficial de Seguridad de la Información para que efectúe el seguimiento y la investigación

necesaria.

• Para el envío y la conservación de la información, debe implementarse el

cifrado (criptografía) de datos.

• Todo usuario es responsable de la cantidad y tamaño de mensajes que envíe.

Debe controlarse el envío no autorizado de correos masivos.

e) Reglamentar el acceso y uso de la Internet y sus aplicaciones/servicios(\*):

• Este servicio debe utilizarse exclusivamente para las tareas propias de la función desarrollada en la institución, y no debe utilizarse para ningún otro fin.

• Cada usuario es responsable de la información y contenidos a los que accede

y de aquella que copia para conservación en los equipos de la institución.

• Debe limitarse a los usuarios el acceso a portales, aplicaciones o servicios de la Internet y la Web que pudieren perjudicar los intereses y la reputación de la institución. Específicamente, se debe bloquear el acceso por medio de dispositivos fijos y/o móviles a aquellos portales, aplicaciones o servicios de la Internet y la Web sobre pornografía, racismo, violencia, delincuencia o de contenidos ofensivos y contrarios a los intereses, entre otros, y valores de la

institución o que impacten negativamente en la productividad y trabajo de la institución (ej., mensajería instantánea-chats, redes sociales, video, otros) y particularmente a los que atenten a la ética y moral.

• El Oficial de Seguridad de la Información debe elaborar, poner en marcha y controlar la aplicación de un procedimiento institucional para acceso y uso de la Internet y la Web por parte de todo funcionario sin excepción, y en el cual se acepten las condiciones aquí especificadas y otras que la institución considere apropiadas.

• Todos los accesos deben poder ser sujetos de monitoreo y conservación permanente por parte de la institución.

• El Oficial de Seguridad de la Información, puede acceder a los contenidos monitoreados, con el fin de asegurar el cumplimiento de las medidas de seguridad.

• La institución podrá en cualquier momento bloquear o limitar el acceso y uso de la Internet a los funcionarios o a terceros que accedan tanto por medio alámbrico como inalámbrico.

• Se debe bloquear y prohibir el acceso y uso de servicios de correo electrónico de libre uso tales corno: Gmail, Hotmail, Yahoo, Facebook, entre otros.

• Se prohíbe expresamente a las entidades de la Administración Pública la contratación, acceso y uso de servicios de correo electrónico en la Internet (Nube), para uso institucional o de servidores públicos, con empresas
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E:sqtiPrllél Cllt)ernamentéll eJe Seguncfn(J de la Información versión 1.0 14 privadas o públicas cuyos centros de datos, redes (salvo la Internet), equipos, software base y de gestión de correo electrónico y cualquier elemento tecnológico necesario, se encuentren fuera del territorio nacional; y adicionalmente, si las condiciones de los servicios que tales empresas prestaren no se someten a la Constitución y Leyes Ecuatorianas.

f) Reglamentar el uso de los sistemas de video-conferencia(\*):

• Definir un responsable para administrar la video-conferencia.

• Definir y documentar el procedimiento de acceso a los ambiente de pruebas

y producción.

• Elaborar un documento tipo "lista de chequeo" (check-list) que contenga los parámetros de seguridad para el acceso a la red interministerial que soporta el servicios de video-conferencia.

• Crear contraseñas para el ingreso a la configuración de los equipos y para las salas virtuales de video-conferencia.

• Deshabilitar la respuesta automática de los equipos de video-conferencia.

3.4. Directrices de clasificación de la información

a) Clasificar la información como pública o confidencial. (\*)

b) Elaborar y aprobar un catálogo de clasificación de la información. Se la deberá clasificar en términos de su valor, de los requisitos legales, de la sensibilidad y la importancia para la institución. El nivel de protección se puede evaluar analizando la confidencialidad, la integridad y la disponibilidad

3.5. Etiquetado y manejo de la información

a) Incluir datos mediante abreviaturas, acerca del tipo de activo y su funcionalidad para la generación de etiquetas.

b) En caso de repetirse la etiqueta del activo, deberá añadirse un número secuencial único al final.

e) En caso de documentos en formato electrónico, la etiqueta deberá asociarse a un

metadato único, pudiendo ser éste un código MDS.

d) Las etiquetas generadas deberán estar incluidas en el inventario, asociadas a su respectivo activo.

e) Los responsables de los activos supervisarán el cumplimiento del proceso de

generación de etiquetas y rotulación de los activos.

f) Para el caso de etiquetas físicas, los responsables de los activos verificarán con una periodicidad no mayor a 6 meses, que los activos se encuentren rotulados y con etiquetas legibles.

g) En caso de destrucción de un activo, la etiqueta asociada a éste debe mantenerse en

el inventario respectivo con los registros de las acciones realizadas.
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4.SEGURIDAD DE LOS RECURSOS HUMANOS

4.1. Funciones y responsabilidades

a) Verificar a los candidatos, previa su contratación, el certificado de antecedentes

penales y revisar la información entregada en su hoja de vida (\*).

b) Entregar formalmente a los funcionarios sus funciones y responsabilidades (\*).

e) Notificar al Oficial de Seguridad de la Información los permisos necesarios para activación y acceso a los activos de información.

d) Informar al Oficial de Seguridad de la Información sobre los eventos potenciales,

intentos de intrusión u otros riesgos que pueden afectar la seguridad de la información de la institución.

4.2 Selección

a) Verificar antecedentes de candidatos a ser empleados, contratistas o usuarios de

terceras partes, o designaciones y promociones de funcionarios de acuerdo con los reglamentos, la ética y las leyes pertinentes, y deben ser proporcionales a la naturaleza y actividades de la entidad pública, a la clasificación de la información a la cual se va a tener acceso y los riesgos percibidos. No debe entenderse este control como discriminatorio en ningún aspecto,.

b) Definir los criterios y las limitaciones para las revisiones de verificación de personal

actual (por motivos de designación o promoción), potenciales empleados y de terceras partes.

e) Informar del procedimiento de revisión y solicitar el consentimiento al personal

actual (por motivos de designación o promoción), potenciales empleados y de terceras partes.

4.3. Términos y condiciones laborales

a) Realizar la firma de un acuerdo de confidencialidad o no-divulgación, antes de que los empleados, contratistas y usuarios de terceras partes, tengan acceso a la información. Dicho acuerdo debe establecer los parámetros tanto de vigencia del acuerdo, información confidencial referida, formas de acceso, responsabilidades y funciones.

b) Socializar los derechos y responsabilidades legales de los empleados, los

contratistas y cualquier otro usuario sobre la protección de datos; dejando constancia de lo actuado a través de hojas de registro, informes o similares,· que evidencie la realización de la misma.

e) Responsabilizar al personal sobre el manejo y creación de la información resultante durante el contrato laboral con la institución.

4.4. Responsabilidades de la dirección a cargo del funcionario

a) Explicar y definir las funciones y las responsabilidades respecto a la seguridad de la información, antes de otorgar el acceso a la información, contraseñas o sistemas de información sensibles (\*).

b) Lograr la concienciación sobre la seguridad de la información correspondiente a sus funciones y responsabilidades dentro de la institución.

e) Acordar los términos y las condiciones laborales, las cuales incluyen la política de

la seguridad de la información de la institución y los métodos apropiados de trabajo. d) Verificar el cumplimiento de las funciones y responsabilidades respecto a la
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![](data:image/png;base64,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)

seguridad de la información mediante la utilización de reportes e informes.

4.5. Educación, formación y sensibilización en seguridad de la información

a) Socializar y capacitar de forma periódica y oportuna sobre las normas y los procedimientos para la seguridad, las responsabilidades legales y los controles de la institución, así como en la capacitación del uso correcto de los servicios de

información.

4.6. Proceso disciplinario

a) Garantizar el tratamiento imparcial y correcto para los empleados que han cometido violaciones comprobadas a la seguridad de la información.

b) Considerar sanciones graduales, dependiendo de factores tales como la naturaleza, cantidad y la gravedad de la violación, así como su impacto en el negocio, el nivel de capacitación del personal, la legislación correspondiente (ej., Ley de Comercio Electrónico, Firmas Electrónicas y Mensajes de Datos, EGSI, etc., ) y otros factores existentes en los procedimientos propios de la entidad.

4.7. Responsabilidades de terminación del contrato

a) Comunicar oficialmente al personal las responsabilidades para la terminación de su relación laboral, lo cual debe incluir los requisitos permanentes para la seguridad de la información y las responsabilidades legales o contenidas en cualquier acuerdo de confidencialidad

b) Los cambios en la responsabilidad o en el contrato laboral deberán ser gestionados como la terminación de la responsabilidad o el contrato laboral respectivo, y la nueva responsabilidad o contrato laboral se deberá instaurar en el contrato de confidencialidad respectivo.

e) Previa la terminación de un contrato se deberá realizar la transferencia de la documentación e información de la que fue responsable al nuevo funcionario a cargo, en caso de ausencia, al Oficial de Seguridad de la Información.

d) Los contratos del empleado, el contratista o el usuario de terceras partes, deben incluir las responsabilidades válidas aún después de la terminación del contrato laboral.

4.8. Devolución de activos

a) Formalizar el proceso de terminación del contrato laboral, para incluir la devolución de software, documentos corporativos y los equipos. También es necesaria la devolución de otros activos de la institución tales como los dispositivos de cómputo móviles, tarjetas de crédito, las tarjetas de acceso, tokens USB con certificados de electrónicos, certificados electrónicos en archivo, memorias flash, teléfonos celulares, cámaras, manuales, información almacenada en medios electrónicos y otros estipulados en las políticas internas de cada entidad.

b) Aplicar los debidos procesos para garantizar que toda la información generada por

el empleado, contratista o usuario de terceras partes dentro de la institución, sea transferida, archivada o eliminada con seguridad.

e) Realizar el proceso de traspaso de conocimientos por parte del empleado, contratistas o terceras partes, luego de la terminación de su contrato laboral, para la continuación de las operaciones importantes dentro de la institución.
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4.9. Retiro de los privilegios de acceso

a) Retirar los privilegios de acceso a los activos de información y a los servicios de

procesamiento de información (ej., sistema de directorio, correo electrónico, accesos físicos, aplicaciones de software, etc.,) inmediatamente luego de que se comunique formalmente al Oficial de Seguridad de la Información formalmente la terminación de la relación laboral por parte del área correspondiente.
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5.SEGURIDAD FÍSICA Y DEL ENTORNO

5.1. Perímetro de la seguridad física

a) Definir Y documentar claramente los perímetros de seguridad (barreras, paredes, puertas de acceso controladas con tarjeta, etc.), con una ubicación y fortaleza

adecuadas.

b) Definir una área de recepción, con personal y otros medios para controlar el acceso físico al lugar o edificio (\*).

e) Extender las barreras físicas necesarias desde el piso hasta el techo a fin de impedir el ingreso inapropiado y la contaminación del medio ambiente.

d) Disponer de alarmas de incendio y puertas de evacuación debidamente monitoreadas que cumplan normas nacionales e internacionales.

e) Disponer de un sistema de vigilancia mediante el uso de circuitos cerrados de televisión.

f) Aislar los ambientes de procesamiento de información de los ambientes proporcionados por terceros.

5.2. Controles de acceso físico

a) Supervisar la permanencia de los visitantes en las áreas restringidas y registrar la hora y fecha de su ingreso y salida (\*).

b) Controlar y limitar el acceso, exclusivamente a personal autorizado, a la información clasificada y a las instalaciones de procesamiento de información. Se debe utilizar controles de autenticación como tarjetas de control de acceso más el número de identificación personal.

e) Implementar el uso de una identificación visible para todo el personal y visitantes, quienes deberán ser escoltados por una persona autorizada para el tránsito en las áreas restringidas (\*).

d) Revisar y actualizar periódicamente los derechos de accesos a las áreas restringidas, mismos que serán documentados y firmados por el responsable.

5.3. Seguridad de oficinas, recintos e instalaciones

a) Aplicar los reglamentos y las normas en materia de sanidad y seguridad.

b) Proteger las instalaciones claves de tal manera que se evite el acceso al público (\*). e) Establecer que los edificios o sitios de procesamiento sean discretos y tengan un

señalamiento mínimo apropiado.

d) Ubicar las impresoras, copiadoras, *etc.,* en un área protegida(\*).

e) Disponer que las puertas y ventanas permanezcan cerradas, especialmente cuando no haya vigilancia.

5.4. Protección contra amenazas externas y ambientales.

a) Almacenar los materiales combustibles o peligrosos a una distancia prudente de las áreas protegidas.

b) Ubicar los equipos de repuesto y soporte a una distancia prudente para evitar daños

en caso de desastre que afecte las instalaciones principales.

e) Suministrar el equipo apropiado contra incendios y ubicarlo adecuadamente. d) Realizar mantenimientos de las instalaciones eléctricas y UPS.(\*)

e) Realizar mantenimientos en los sistemas de climatización y duetos de ventilación

(\*).
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f) Adoptar controles para minimizar el riesgo de amena as f icas potenciale*c?mo* robo, incendio, explosión, humo, agua, polvo, v1braciOn, efectos quirnicos, interferencia del suministro eléctrico e interferencia a las comunicaciones.

S.S.Trabajo en áreas seguras

a) Dar a conocer al personal, la existencia de un área segura.

b) Evitar el trabajo no supervisado para evitar actividades maliciosas.

e) Revisar periódicamente y disponer de un bloqueo físico de las áreas seguras vacías. d) No permitir equipos de grabación, cámaras, equipos de vídeo y audio, dispositivos

móviles, etc., a menos de que estén autorizados (\*).

S.6. Áreas de carga, despacho y acceso público

a) Permitir el acceso al área de despacho y carga, únicamente a personal identificado y

autorizado (\*).

b) Descargar y despachar los suministros, únicamente en el área de descarga y

despacho.

e) Asegurar las puertas externas e internas de despacho y carga.

d) Inspeccionar el material que llega para determinar posibles amenazas.

e) Registrar el material que llega, de acuerdo a los procedimientos de gestión de activos.

S.7. Ubicación y protección de los equipos

a) Ubicar los equipos de modo que se elimine el acceso innecesario a las áreas de

trabajo restringidas.

b) Aislar los servicios de procesamiento de información con datos sensibles y

elementos que requieran protección especial, para reducir el riesgo de visualización de la información de personas no autorizadas.

e) Establecer directrices para no comer, beber y fumar en las cercanías de las áreas de

procesamiento de información (\*).

d) Monitorear las condiciones ambientales de temperatura y humedad.

e) Tener protección contra descargas eléctricas en todas las edificaciones de la institución y disponer de filtros protectores en el suministro de energía y en las líneas de comunicación.

f) Disponer de métodos especiales de protección para equipos en ambientes

industriales.

S.8. Servicios de suministro

a) Implementar y documentar los servicios de electricidad, agua, calefacción, ventilación y aire acondicionado, suministrados a la institución.

b) Inspeccionar regularmente todos los sistemas de suministro.

e) Tener un sistema de suministro de energía sin interrupción (UPS) o al menos permitir el cierre/apagado ordenado de los servicios y equipos que soportan las operaciones críticas de los servicios informáticos de la institución (\*).

d) Tener al alcance el suministro de combustible para que el grupo electrógeno pueda funcionar mientras dure la suspensión del suministro eléctrico público.

e) Disponer de los interruptores de emergencia cerca de las salidas, para suspender el

paso de energía eléctrica, en caso de un incidente o problema.
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5.9. Seguridad del cableado

a) Disponer de líneas de fuerza (energía) y de telecomunicaciones subterráneas protegidas, en cuanto sea posible.

b) Proteger el cableado de la red contra la interceptación o daño. e) Separar los cables de energía de los cables de comunicaciones.

d) Identificar y rotular los cables de acuerdo a normas locales o internacionales para evitar errores en el manejo.

e) Disponer de documentación, diseños/planos y la distribución de conexiones de:

datos alámbricas/inalámbricas (locales y remotas), voz, eléctricas polarizadas, etc. (\*).

f) Controlar el acceso a los módulos de cableado de conexión (patch panel) y cuartos de cableado.

5.10. Mantenimiento de los equipos

a) Brindar mantenimientos periódicos a los equipos y dispositivos, de acuerdo a las especificaciones y recomendaciones del proveedor.

b) Realizar el mantenimiento de los equipos únicamente con personal calificado y

autorizado.

e) Conservar los registros de los mantenimientos preventivos, correctivos y fallas relevantes o sospechosas.

d) Establecer controles apropiados para realizar mantenimientos programados y

emergentes.

e) Gestionar mantenimientos planificados con hora de inicio, fin, impacto y responsables y poner previamente en conocimiento de administradores y usuarios finales.

5.11. Seguridad de los equipos fuera de las instalaciones

a) Custodiar los equipos y medios que se encuentren fuera de las instalaciones de la institución. Tomar en cuenta las instrucciones del fabricante para la protección de los equipos que se encuentran fuera de estas instalaciones.

b) Disponer de controles para el trabajo que se realiza en equipos fuera de las instalaciones, mediante una evaluación de riesgos.

e) Establecer una cobertura adecuada del seguro, para proteger los equipos que se encuentran fuera de las instalaciones.

5.12. Seguridad en la reutilización o eliminación de los equipos

a) Destruir, borrar o sobrescribir los dispositivos que contienen información sensible utilizando técnicas que permitan la no recuperación de la información original.

b) Evaluar los dispositivos deteriorados que contengan información sensible antes de

enviar a reparación, borrar la información o determinar si se debería eliminar físicamente el dispositivo.

5.13. Retiro de activos de la propiedad

a) Tener autorización previa para el retiro de cualquier equipo, información o software. b) Identificar a los empleados, contratistas y usuarios de terceras partes, que tienen la

autorización para el retiro de activos de la institución.

e) Establecer límites de tiempo para el retiro de equipos y verificar el cumplimiento en

Si\:\ p
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el momento de la devolución.

d) Registrar cuando el equipo o activo sea retirado y cuando sea devuelto.

,
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6.GESTIÓN DE COMUNICACIONES Y OPERACIONES

6.1. Documentación de los procedimientos de Operación

a) Documentar el procesamiento y manejo de la información.

b) Documentar el proceso de respaldo y restauración de la información.

e) Documentar todos los procesos de los servicios de procesamiento de datos, incluyendo la interrelación con otros sistemas.

d) Documentar las instrucciones para el manejo de errores y otras condiciones excepcionales que pueden surgir durante la ejecución de las tareas.

e) Documentar los contactos de soporte, necesarios en caso de incidentes(\*).

f) )ocumentar las instrucciones para el manejo de medios e informes especiales, mcluyendo procedimientos para la eliminación segura de informes de tareas fallidas.

g) Documentar los procedimientos para reinicio y recuperación del sistema en caso de fallas.

h) Documentar los registros de auditoría y de la información de registro del sistema.

6.2. Gestión del Cambio

a) Identificar y registrar los cambios significativos. b) Evaluar el impacto de dichos cambios.

e) Aprobar de manera formal los cambios propuestos. d) Planificar el proceso de cambio.

e) Realizar pruebas del cambio.

f) Comunicar el detalle de cambios a todas las personas involucradas.

g) Identificar responsabilidades por la cancelación de los cambios fallidos y la recuperación respecto de los mismos.

h) Establecer responsables y procedimientos formales del control de cambios en los equipos y software. Los cambios deben efectuarse únicamente cuando haya razón válida para el negocio, como: cambio de versión, corrección de vulnerabilidades, costos, licenciamiento, nuevo hardware, etc.

6.3. Distribución de funciones

a) Distribuir las funciones y las áreas de responsabilidad, para reducir oportunidades de modificaciones no autorizadas, no intencionales, o el uso inadecuado de los activos de la institución.

b) Limitar el acceso a modificar o utilizar los activos sin su respectiva autorización.

e) Establecer controles de monitoreo de actividades, registros de auditoría y supervisión por parte de la dirección.

6.4. Separación de las instancias de Desarrollo, Pruebas, Capacitación y Producción.

a) Definir y documentar diferentes entornos para desarrollo, pruebas, capacitación y producción. Para el caso que no se pueda definir diferentes entornos con recursos físicos independientes, se debe mantener diferentes directorios con su respectiva versión y delegación de acceso.

b) Aislar los ambientes de desarrollo, pruebas, capacitación y producción.

e) Controlar la instalación y uso de herramientas de desarrollo de software y/o acceso a bases de datos y redes en los equipos informáticos, salvo que sean parte de las herramientas de uso estándar o su instalación sea autorizada de acuerdo a un
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procedimiento expresamente definido. . .

d) Implantar ambientes de prueba, iguales en capactdad, a los ambtentes de

producción. . .

e) Utilizar sistemas de autenticación y autorización independientes para las diversas

instancias o ambientes.

f) Definir perfiles de usuario para las diferentes instancias o ambientes.

g) Aislar los datos sensibles de los ambientes de desarrollo, pruebas y capacitación

h) Permitir al personal de desarrollo de software el acceso al entorno de producción, únicamente en caso de extrema necesidad, con la autorización explícita correspondiente.

6.5. Presentación del Servicio.

a) Establecer controles sobre definiciones del servicio y niveles de prestaCJon del

servicio, para que sean implementados, mantenidos y operados por terceros.

b) Establecer controles de cumplimiento de terceros, que garanticen la capacidad de servicio, planes ejecutables y diseños para la continuidad del negocio, en caso de desastres.

6.6. Monitoreo y revisión de los servicios, por terceros.

a) Identificar los sistemas sensibles o críticos que convenga tener dentro o fuera de la institución.

b) Monitorear los niveles de desempeño de los servicios para verificar el cumplimiento

de los acuerdos(\*).

e) Analizar los reportes de servicios, reportes de incidentes elaborados por terceros y

acordar reuniones periódicas según los acuerdos (\*).

d) Revisar y verificar los registros y pruebas de auditoría de terceros, con respecto a eventos de seguridad, problemas de operación, fallas relacionados con el servicio

prestado(\*).

6.7. Gestión de los cambios en los servicios ofrecidos por terceros.

a) Establecer un proceso de gestión de cambios en los servicios ofrecidos por terceros, en el desarrollo de aplicaciones, provisión de servicios de hardware, software, redes, otros.

b) Coordinar el proceso de cambio cuando se necesita realizar cambios o mejoras a las

redes y uso de nuevas tecnologías en los servicios ofrecidos por terceros.

e) Coordinar el proceso de cambio cuando se realice cambio de proveedores, cambio de ubicación física en los servicios ofrecidos por terceros.

6.8. Gestión de la capacidad

a) Realizar proyecciones de los requerimientos de capacidad futura de recursos para asegurar el desempeño de los servicios y sistemas informáticos (\*).

b) Monitorear los recursos asignados para garantizar la capacidad y rendimiento de los servicios y sistemas informáticos.

e) Utilizar la información del monitoreo para la adquisición, asignación de recursos y

evitar cuellos de botella.

6.9. Aceptación del Sistema.

SNAP
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a) erificar el desempeño y los requerimientos de cómputo necesarios para los nuevos sistemas.

b) Considerar procedimientos de recuperación y planes de contingencia.

e) oner a prueba procedimientos operativos de rutina según nonnas definidas para el

Sistema.

d) Garantizar la implementación de un conjunto de controles de seguridad acordados.

e) Asegurar que la instalación del nuevo sistema no afecte negativamente los sistemas existentes, especialmente en períodos pico de procesamiento.

f) Considerar el efecto que tiene el nuevo sistema en la seguridad global de la institución.

g) Capacitar sobre el funcionamiento y utilización del nuevo sistema.

h) Para nuevos desarrollos, se debe involucrar a los usuarios y a todas las áreas relacionadas, en todas las fases del proceso, para garantizar la eficacia operativa del sistema propuesto.

6.10. Controles contra código malicioso.

a) Prohibir el uso de software no autorizado por la institución. Elaborar un listado del software autorizado. (\*).

b) Establecer procedimientos para evitar riesgos en la obtención/descarga de archivos

y software desde o a través de redes externas o por cualquier otro medio.

e) Instalar y actualizar periódicamente software de antivirus y contra código malicioso

(\*).

d) Mantener los sistemas operativos y sistemas de procesamiento de información actualizados con las últimas versiones de seguridad disponibles (\*).

e) Revisar periódicamente el contenido de software y datos de los equipos de procesamiento que sustentan procesos críticos de la institución.

f) Verificar antes de su uso, la presencia de virus en archivos de medios electrónicos o en archivos recibidos a través de redes no confiables.

g) Redactar procedimientos para verificar toda la información relativa a software malicioso.

h) Emitir boletines informativos de alerta con información precisa.

i) Concienciar al personal acerca del problema de los virus y cómo proceder frente a los mismos.

j) Contratar con el proveedor de Internet o del canal de datos los servicios de filtrado de: virus, spam, programas maliciosos (malware), en el perímetro externo.

6.11. Controles contra códigos móviles

a) Aislar de forma lógica los dispositivos móviles en forma similar a lo que ocurre con las VLANs.

b) Bloquear códigos móviles no autorizados.

e) Gestionar el código móvil mediante procedimientos de auditoría y medidas técnicas disponibles.

d) Establecer controles criptográficos para autenticar de forma única el código móvil.

6.12. Respaldo de la información.

a) Los responsables del área de Tecnologías de la Información, Oficial de Seguridad de la Información junto con el propietario de la información, determinarán los procedimientos para el resguardo y contención de la información (\*).
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b) Definir el procedimiento de etiquetado de las copias de respaldo, identificando su contenido, periodicidad y retención (\*).

e) Definir la extensión (completo/diferencial) y la frecuencia de los respaldos, de

acuerdo a los requisitos del negocio de la institución (\*).

d) Establecer procedimientos de los medios de respaldo, una vez concluida su vida útil

recomendada por el proveedor y la destrucción de estos medios.

e) Guardar los respaldos en un sitio lejano, a una distancia suficiente para evitar cualquier daño debido a desastres en la sede principal de la institución.

f) Proporcionar un grado apropiado de protección física y ambiental.

g) Establecer procedimientos regulares de verificación y restauración de los medios de respaldo para garantizar sean confiables para uso de emergencia.

h) Proteger la información confidencial por medio de encriptación.

i) Considerar los respaldos a discos y en el mismo sitio si se tiene suficientes recursos, ya que en caso de mantenimientos de los sistemas de información, es más rápida su recuperación.

6.13. Controles de las redes.

a) Separar el área de redes del área de operaciones, cuando la capacidad y recursos lo

permitan.

b) Designar procedimientos y responsabilidades para la gestión de equipos remotos

como el caso de re-direccionamiento de puertos y accesos por VPNs, incluyendo el área de operaciones y el área de usuarios finales.

e) Establecer controles especiales para salvaguardar la confidencialidad y la integridad

de los datos que pasan por las redes públicas, redes locales e inalámbricas; así como la disponibilidad de las redes.

d) Garantizar la aplicación de los controles mediante actividades de supervisión.

e) Disponer de un esquema de red de los enlaces de datos, Internet y redes locales, así como la documentación respectiva.

6.14. Seguridad de los servicios de la red.

a) Incorporar tecnología para la seguridad de los servicios de red como la autenticación, encriptación y controles de conexión de red (\*).

b) Implementar soluciones que proporcionen valor agregado a las conexiones y servicios de red, como la implementación de firewalls, antivirus, etc. (\*)

e) Definir procedimientos para la utilización de los servicios de red para restringir el acceso a los servicios de red cuando sea necesario.

6.15. Gestión de los medios removibles.

a) Establecer un procedimiento para la gestión de todos los medios removibles.

b) Tener autorización para la conexión de los medios removibles y registrar la conexión y retiro, para pruebas de auditoría.

e) Almacenar los medios removibles en un ambiente seguro, según las especificaciones de los fabricantes.

d) Evitar la pérdida de información por deterioro de los medios.

6.16. Eliminación de los medios

a) Identificar los medios que requieran eliminación segura.

b) Almacenar y eliminar de forma segura los medios que contienen información

SNAP
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sensible, como la incineración, trituración o borrado de los datos.

e) Establecer procedimientos para selección del contratista que ofrece seiVicios de recolección y eliminación del papel, equipos y medios.

d) Registrar la eliminación de los medios para mantener pruebas de auditoría.

6.17. Procedimientos para el manejo de la información

a) Establecer procedimientos para el manejo y etiquetado de todos los medios de acuerdo a su nivel de clasificación.

b) Establecer controles de acceso para evitar el acceso de personal no autorizado. e) Tener un registro actualizado de los receptores de los medios.

d) Establecer controles de protección según el nivel de sensibilidad de los datos que

.. reside en la memoria temporal.

e) Almacenar los medios según especificaciones del fabricante.

6.18. Seguridad de la documentación del sistema.

a) Guardar con seguridad toda la documentación de los sistemas informáticos.

b) Mantener una lista de acceso mínima a la documentación del sistema y con su debida autorización.

e) Mantener una protección adecuada de la documentación del sistema expuesta en la red pública.

6.19. Políticas y procedimientos para el intercambio de información.

a) Establecer procedimientos para proteger la información intercambiada contra la interpretación, copiado, modificación, enrutamiento y destrucción.

b) Definir procedimientos para detección y protección contra programas maliciosos, cuando se utilizan comunicaciones electrónicas.

e) Proteger la información sensible que se encuentra en forma de adjunto.

d) Establecer directrices para el uso de los seiVicios de comunicación electrónica.

e) Definir procedimientos para el uso de las redes inalámbricas en base a los riesgos involucrados.

f) Establecer responsabilidades de empleados, contratistas y cualquier otro usuario de no comprometer a la institución con un mal uso de la información.

g) Establecer controles por medio de técnicas criptográficas.

h) Definir directrices de retención y eliminación de la correspondencia incluyendo mensajes, según la normativa legal local.

i) No dejar información sensible en copiadoras, impresoras, fax, contestadores, etc.

j) No revelar información sensible al momento de tener una conversación telefónica o mantener conversaciones sin tomar los controles necesarios.

k) No dejar datos demográficos al alcance de cualquier persona, como los correos

electrónicos, ya que se puede hacer uso de ingeniería social para obtener más información.

6.20. Acuerdos para el intercambio

a) Definir procedimientos y responsabilidades para el control y notificación de transmisiones, envíos y recepciones.

b) Establecer procedimientos para garantizar la trazabilidad y el no repudio.

e) Definir normas técnicas para el empaquetado y transmisión.

d) Definir pautas para la identificación del prestador de seiVicio de correo.
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e) Establecer responsabilidades y obligaciones en caso de pérdida de datos. f) Utilizar un sistema para rotulado de la información clasificada.

g) Conocer los términos y condiciones de las licencias de software privativo o

suscripciones de software de código abierto bajo las cuales se utiliza el software. h) Conocer sobre la propiedad de la información y las condiciones de uso.

i) Definir procedimientos técnicos para la grabación y lectura de la información y del

software en el intercambio de información.

**6.21. Medios físicos en tránsito**

a) Utilizar transporte confiable o servicios de mensajería.

b) Establecer una lista de mensajería aprobada por la dirección

e) Definir procedimientos para identificar los servicios de mensajería.

d) Embalar de forma segura medios o información enviada a través de servicios de mensajería, siguiendo las especificaciones del proveedor o del fabricante.

e) Adoptar controles especiales cuando sea necesario proteger información sensible, su

divulgación y modificación.

**6.22. Mensajería electrónica**

a) Establecer lineamientos para proteger los mensajes contra los accesos no

autorizados, modificación o denegación de los servicios.

b) Supervisar que la dirección y el transporte de mensajes sean correctos.

e) Tomar en cuenta consideraciones legales como la de firmas electrónicas.

d) Encriptar los contenidos y/o información sensibles que puedan enviarse por mensajería electrónica; utilizando firmas electrónicas reconocidas por el Estado Ecuatoriano u otras tecnologías evaluadas y aprobadas por la entidad o el Gobierno Nacional.

e) Monitorear los mensajes de acuerdo al procedimiento que establezca la institución.

**6.23. Sistemas de información del negocio.**

a) Proteger o tener en cuenta las vulnerabilidades conocidas en los sistemas administrativos, financieros, y demás sistemas informáticos donde la información es compartida.

b) Proteger y tener en cuenta las vulnerabilidades en los sistemas de comunicación del

negocio como la grabación de las llamadas telefónicas.

e) Establecer políticas y controles adecuados para gestionar la forma en que se comparte la información.

d) Categorizar la información sensible y documentos clasificados .

e) Implementar controles de acceso a la información como acceso a proyectos confidenciales.

f) Categorizar al personal, contratistas y usuarios que tengan acceso a los sistemas informáticos y los sitios desde cuales pueden acceder.

g) Identificar el estado de las cuentas de usuario.

h) Verificar la retención y copias de respaldo de la información contenida en los sistemas informáticos.

i) Establecer requisitos y disposiciones para los recursos de emergencia.

**6.24. Thansacciones en línea.**

a) Definir procedimientos para el uso de certificados de firmas electrónicas por las
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partes implicadas en la transacción.

b) Establecer procedimientos para garantizar todos los aspectos en la transacción como credenciales de usuario, confidencialidad de la transacción y privacidad de las partes.

e) Cifrar o encriptar el canal de comunicaciones entre las partes involucradas (por ejemplo, utilizando SSL/TLS).

d) Establecer protocolos seguros en la comunicación de las partes involucradas por ejemplo, utilizando SSL/TLS).

e) Establecer procedimientos para que las transacciones se encuentren fuera del entorno de acceso público.

f) Utilizar los servicios de una entidad certificadora confiable.

6.25. Información disponible al público.

a) Establecer controles para que la información disponible al público se encuentre conforme a la normativa vigente.

b) Definir controles para que la información de entrada sea procesada completamente y

de forma oportuna.

e) Establecer procedimientos para que la información sensible sea protegida durante la recolección, procesamiento y almacenamiento.

6.26. Registros de auditorías.

a) Identificar el nombre de usuario.

b) Registrar la fecha, hora y detalles de los eventos clave, como registro de inicio y

registro de cierre.

e) Registrar la terminal si es posible.

d) Registrar los intentos aceptados y rechazados de acceso al sistema. e) Registrar los cambios de la configuración.

f) Registrar el uso de privilegios.

g) Registrar el uso de las aplicaciones y sistemas. h) Registrar los accesos y tipos de acceso(\*).

i) Registrar las direcciones y protocolos de red (\*).

j) Definir alarmas originadas por el sistema de control de acceso(\*).

k) Activación y desactivación de los sistemas de protección como antivirus y los sistemas de detección de intrusos (IDS) (\*).

6.27. Monitoreo de uso del sistema.

a) Registrar los accesos autorizados, incluyendo(\*):

• Identificación del ID de usuario;

• Fecha y hora de eventos clave;

• Tipos de evento;

• Archivos a los que se han tenido acceso;

• Programas y utilitarios utilizados;

b) Monitorear las operaciones privilegiadas, como (\*):

• Uso de cuentas privilegiadas;

• Encendido y detección del sistema;

• Acople y desacople de dispositivos de entrada;

e) Monitorear intentos de acceso no autorizados, como (\*):

:'\ \ *1'* Septiembre/20 13

Esquema Gubernamental de seouriclafl ele la lnforméiC:IOn verSICHI 1.0

• Acciones de usuario fallidas o rechazadas;

• Violación de la política de acceso y notificaciones de firewalls Y gateways;

• Alertas de los sistemas de detección de intrusos;

d) Revisar alertas o fallas del sistema, como (\*):

• Alertas y/o mensajes de consola;

• Excepciones de registro del sistema;

• Alarmas de gestión de red;

• Alarmas del sistema de control de acceso;

e) Revisar cambios o intentos de cambio en la configuración y los controles de la seguridad del sistema.

**6.28. Protección del registro de la información.**

a) Proteger de alteraciones en todos los tipos de mensaje que se registren.

b) Proteger archivos de registro que se editen o se eliminen.

e) Precautelar la capacidad de almacenamiento que excede el archivo de registro. d) Realizar respaldos periódicos del registro del servicio.

**6.29. Registros del administrador y del operador.**

a) Incluir al registro, la hora en la que ocurrió el evento (\*).

b) Incluir al registro, información sobre el evento (\*).

e) Incluir al registro, la cuenta de administrador y operador que estuvo involucrado (\*).

d) Añadir al registro, los procesos que estuvieron implicados (\*).

**6.30. Registro de fallas**

a) Revisar los registros de fallas o errores del sistema (\*).

b) Revisar las medidas correctivas para garantizar que no se hayan vulnerado los controles (\*).

e) Asegurar que el registro de fallas esté habilitado(\*).

**6.31 Sincronización de relojes**

a) Sincronizar los relojes de los sistemas de procesamiento de información pertinentes con una fuente de tiempo exacta (ejemplo el tiempo coordinado universal o el tiempo estándar local). En lo posible, se deberá sincronizar los relojes en base a un protocolo o servicio de tiempo de red para mantener todos los equipos sincronizados.

b) Verificar y corregir cualquier variación significativa de los relojes sobretodo en

sistemas de procesamiento donde el tiempo es un factor clave .

e) Garantizar que la marca de tiempo refleja la fecha/hora real considerando especificaciones locales (por ejemplo, el horario de Galápagos o de países en donde existen representacion diplomáticas del país, turistas extranjeros, entre otros).

d) Garantizar la configuración correcta de los relojes para la exactitud de los registros de auditoría o control de transacciones y evitar repudio de las mismas debido a aspectos del tiempo.
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7.CONTROL DE ACCESO

7.l. Política de control de acceso

a) Gestionar los accesos de los usuarios a los sistemas de información, asegurando el acceso de usuarios autorizados y previniendo los accesos no autorizados.

b) Definir responsabilidades para identificar, gestionar y mantener perfiles de los custodios de información.

e) Definir claramente los autorizadores de los permisos de acceso a la información.

7.2. Registro de usuarios

a) Establecer un procedimiento formal, documentado y difundido, en el cual se evidencie detalladamente los pasos y responsables para:

• Definir el administrador de accesos que debe controlar los perfiles y roles;

• Gestionar el documento de requerimiento de accesos de los usuarios tanto internos como externos, que contemple: el solicitante del requerimiento o iniciador del proceso, validación del requerimiento, autorizador del requerimiento, ejecutor del requerimiento, forma y medio de entrega del acceso al usuario (manteniendo confidencialidad);

• Crear los accesos para los usuarios, para lo cual la institución debe generar convenios de confidencialidad y responsabilidad con el usuario solicitante; además, validar que el usuario tenga los documentos de ingreso con Recursos Humanos (o quien haga estas funciones) en orden y completos.

• Modificar los accesos de los usuarios;

• Eliminar los accesos de los usuarios;

• Suspender temporalmente los accesos de los usuarios en caso de vacaciones, comisiones, licencias, es decir, permisos temporales;

• Proporcionar accesos temporales a usuarios externos o terceros de acuerdo al tiempo de su permanencia y limitados según las actividades para las que fueron contratados y firmar un convenio de confidencialidad;

• Mantener un registro de la gestión de accesos a aplicaciones, redes, que evidencie, fecha de creación, eliminación, suspensión, activación o eliminación del acceso; al igual que de cada usuario, disponer de los permisos de acceso que han sido asignados.

7.3. Gestión de privilegios

a) Controlar la asignación de privilegios a través de un proceso formal de autorización.

b) Mantener un cuadro de identificación de los usuarios y sus privilegios asociados con cada servicio o sistema operativo, sistema de gestión de base de datos y aplicaciones.

e) Evidenciar documentadamente que cada activo de información tecnológico tenga definido los niveles de acceso basados en perfiles y permisos, a fin de determinar que privilegios se deben asignar según las actividades de los usuarios y la necesidad de la institución y su función.

7.4. Gestión de contraseñas para usuarios

a) Establecer un proceso formal para la asignación y cambio de contraseñas(\*).
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7.5. Revisión de los derechos de acceso de los usuarios

a) Realizar las depuraciones respectivas de los accesos de los usuarios, determinando

un período máximo de 30 días; en casos de presentar cambios estructurales, esta gestión deberá hacerse inmediatamente que se ejecute el cambio organizacional.

b) Evidenciar los cambios sobre los derechos de acceso en archivos de log o registro de los sistemas, los cuales deben estar disponibles en caso que se requieran.

7.6. Uso de contraseñas

a) Documentar, en el procedimiento de accesos, las responsabilidades de los usuarios

tanto internos como externos, sobre el uso de la cuenta y la contraseña asignados

(\*).

b) Recomendar la generación de contraseñas con letras mayúsculas, minúsculas, con

caracteres especiales, difíciles de descifrar, es decir, que cumplen una complejidad media y alta (\*).

e) Evitar contraseñas en blanco o que viene por defecto según el sistema el fabricante

del producto, puesto que son fácilmente descifrables; por ejemplo: admin, administrador, administrador, user, usuario, entre otros (\*).

d) Controlar el cambio periódico de contraseñas de los usuarios (\*).

e) Generar y documentar revisiones periódicas de la gestión de usuarios incluidos los administradores de tecnología, por parte del Oficial de Seguridad de la Información (\*).

7.7. Equipo de usuario desatendido

a) Implementar medidas para que, en un determinado tiempo (ej., no mayor a 10

minutos), si el usuario no está realizando ningún trabajo en el equipo, este se bloquee, y se desbloquee únicamente si el usuario ingresa nuevamente su clave (\*).

7.8. Política de puesto de trabajo despejado y pantalla limpia

a) El Oficial de Seguridad de la Información deberá gestionar actividades periódicas (una vez cada mes como mínimo) para la revisión al contenido de las pantallas de los equipos, con el fin de que no se encuentren iconos y accesos innecesarios, y carpetas y archivos que deben ubicarse en la carpeta de documentos del usuario.

b) Mantener bajo llave la información sensible (cajas fuertes o gabinetes), en especial

cuando no estén en uso y no se encuentre personal en la oficina(\*).

e) Desconectar de la red, servicio o sistema, las computadoras personales, terminales, impresoras asignadas a funciones críticas, cuando se encuentren desatendidas. Por ejemplo, haciendo uso de protectores de pantalla con clave (\*).

d) Proteger los puntos de recepción de correo y fax cuando se encuentren desatendidas. e) Bloquear las copiadoras y disponer de un control de acceso especial para horario

fuera de oficinas (\*).

f) Retirar información sensible una vez que ha sido impresa(\*).

g) Retirar información sensible, como las claves, de sus escritorios y pantallas(\*). h) Retirar los dispositivos removibles una vez que se hayan dejado de utilizar(\*).

i) Cifrar los discos duros de los computadores personales (escritorio, portátiles, etc.) y otros dispositivos que se considere necesarios, de las máximas autoridades de la institución.
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7.9. Política de uso de los servicios de red

a) Levantar un registro de los servicios de red la institución.

b) Identificar por cada servicio los grupos de usuarios que deben acceder.

e) Definir operfiles y roles para cada grupo de usuarios que tenga acceso a la red y

SUS SeiVlCIOS.

d) Definir mecanismos de bloqueos para que sea restringido el acceso de equipos a la red.

7.10. Autenticación de usuarios para conexiones externas

a) Generar mecanismos para asegurar la información transmitida por los canales de conexión remota, utilizando técnicas como encriptación de datos, implementación de redes privadas virtuales (VPN) y Servicio de Acceso Remoto (SAR) (\*).

b) Realizar un mecanismo diferenciado para la autenticación de los usuarios que requieren conexiones remotas, que permita llevar control de registros (logs) y que tenga limitaciones de accesos en los segmentos de red.

7.11. Identificación de los equipos en las redes

a) Identificar y documentar los equipos que se encuentran en las redes(\*).

b) Controlar que la comunicación solo sea permitida desde un equipo o lugar específico.

e) Tener documentada la identificación de los equipos que están permitidos, según la red que le corresponda.

d) Utilizar métodos para que la identificación del equipo esté en relación a la autenticación del usuario.

7.12. Protección de los puertos de configuración y diagnóstico remoto

a) Establecer un procedimiento de soporte, en el cual se garantice que los puertos de diagnóstico y configuración sean sólo accesibles mediante un acuerdo entre el administrador del servicio de computador y el personal de soporte de hardware *1* software que requiere el acceso.

b) Los puertos, servicios (ej., fftp) que no se requieren por necesidades de la institución, deberán ser eliminados o deshabilitados (\*).

7.13. Separación en las redes

a) Realizar una evaluación de riesgos para identificar los segmentos de red donde se encuentren los activos críticos para la institución (\*).

b) Dividir las redes en dominios lógicos de red, dominios de red interna, dominios de red externa e inalámbrica.

e) Documentar la segregación de red, identificando las direcciones IP que se encuentran en cada segmento de red.

d) Configurar la puerta de enlace (gateway) para filtrar el tráfico entre dominios y

bloquear el acceso no autorizado.

e) Controlar los flujos de datos de red usando las capacidades de enrutamiento/conmutación (ej., listas de control de acceso).

f) La separación de las redes debe ejecutarse en base a la clasificación de la información almacenada o procesada en la red, considerando que el objetivo es dar mayor protección a los activos de información críticos en función del riesgo que

Septiem brc/2013

Esquema Guhernamental de SeguridacJ eJe la lnformar.1on vers1ón 1.0

éstos podrían presentar. . . .

g) Separar redes inalámbricas procedentes de redes mt rnas y .pnvadas, para evitar el

acceso a terceros y de usuarios externos a las redes pnvadas mternas.

7.14. Control de conexión a las redes

a) Restringir la capacidad de conexión de los usuarios, a través de puertas de lace

de red (gateway) que filtren el tráfico por medio de tablas o reglas predeflmdas, conforme a los requerimientos de la institución.

b) Aplicar restricciones considerando:

• Mensajería

• Transferencia de archivos

• Acceso interactivo

• Acceso a las aplicaciones

• Horas del día y fechas de mayor carga

e) Incorporar controles para restringir la capacidad de conexión de los usuarios a redes

compartidas especialmente de los usuarios externos a la institución.

7.15. Control del enrutamiento en la red

a) Configurar políticas de control de acceso para el enrutamiento en la red, basándose

en los requerimientos de la institución (\*).

Las puertas de enlace de la seguridad (gateway) se pueden usar para validar la dirección fuente/destino en los puntos de control de las redes internas y externas, si se emplean tecnologías proxy y/o de traducción de direcciones de red.

Las instituciones que utilizan proxys y quienes definen las listas de control de acceso (LCA), deben estar conscientes de los riesgos en los mecanismos empleados, a fin de que no existan usuarios o grupos de usuarios con salida libre y sin control, en base a las políticas de la institución.

7.16. Procedimiento de registro de inicio seguro

a) Autenticar usuarios autorizados, de acuerdo a la política de control de acceso de la institución, que deberá estar documentada, definida y socializada (\*).

b) Llevar un registro de definición para el uso de privilegios especiales del sistema(\*).

e) Llevar un proceso de monitoreo y registro de los intentos exitosos y fallidos de autenticación del sistema, registros de alarmas cuando se violan las políticas de seguridad del sistema (\*).

d) Utilizar mecanismos como: uso de dominios de autenticación, servidores de control de acceso y directorios (\*).

e) Restringir el tiempo de conexión de los usuarios, considerando las necesidades de la institución (\*).

f) Controlar que no se muestren identificadores de aplicación ni de sistema, hasta que

el proceso de registro de inicio se haya completado exitosamente (\*).

g) Evitar que se desplieguen mensajes de ayuda durante el procedimiento de registro de inicio de sesión.

h) Validar la información de registro de inicio únicamente al terminar todos los datos de entrada, y en el caso que se presentara un error o se generara sentencias de error, el sistema no indique qué parte de los datos es correcta o incorrecta o emita
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el sistema no indique qué parte de los datos es correcta o incorrecta o emita mensajes propios de las características del sistema.

i) imitar la cantidad de intentos permitidos de registro de inicio de sesión; por eJemplo, tres intentos (\*).

j) Limitar el tiempo de dilación antes de permitir o rechazar más intentos adicionales del registro de inicio sin autorización específica(\*).

7.17. Identificación y autenticación de usuarios

a) Rastrear utilizando los identificadores de usuario y evidenciar las actividades de las personas responsables de administraciones críticas de la institución (\*).

b) Usar como excepción, y solo por temas de necesidad de la institución, identificadores de usuarios para un grupo de usuarios o de trabajo específico, el cual debe estar definido y documentado (\*).

e) Las actividades de usuarios regulares no deben ser realizadas desde cuentas privilegiadas.

d) Evitar el uso de usuarios genéricos(\*).

e) Utilizar métodos alternos a la contraseña, como los medios criptográficos, las tarjetas inteligentes, tokens o medios biométricos de autenticación (\*).

f) La identificación de usuario es única e intransferible, por lo que, debe estar registrado y evidenciado en la política de accesos que no se permite el uso de una identificación de usuario de otra persona, y el responsable de toda actividad realizada con este identificador responderá a cualquier acción realizada con éste.

7.18. Sistema de gestión de contraseñas

a) Evidenciar en la política de accesos, la responsabilidad del buen uso de la contraseña y que debe ser secreta e intransferible (\*).

b) Controlar el cambio de contraseña de los usuarios y del personal de tecnología y de los administradores de tecnología, en rangos de tiempo y complejidad (\*).

e) Forzar el cambio de contraseña en el primer registro de acceso o inicio de sesión

(\* ).

d) Generar un procedimiento formal para la administración y custodia de las contraseñas de acceso de administración e información crítica de la institución.

e) Documentar el control de acceso para los usuarios temporales.

t) Almacenar y transmitir las contraseñas en formatos protegidos (encriptados o codificados).

7.19. Uso de las utilidades del sistema

a) Restringir y controlar estrictamente el uso de programas utilitarios que pueden anular los controles de un sistema en base a las siguientes directrices:

• uso de procedimientos de identificación, autenticación y autorización para programas utilitarios;

• separación de los programas utilitarios del software de aplicaciones,

• limitación del uso de programas utilitarios a la cantidad mínima viable de usuarios de confianza autorizados;

• autorización del uso de programas utilitarios no estandares de la entidad;

• limitación del tiempo de uso de programa utilitarios;

• registro de todo uso de programas utilitarios;
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• retiro o inhabilitación de todas los programas utilitarios innecesarios;

7.20. Tiempo de inactividad de la sesión . . . . . . a) Suspender las sesiones inactivas después de un penado defin1do de Inactividad s1n

consideración de lugar dispositivo de acceso

h) Paramctrizar el tiempo de inactividad en los sistemas de procesamiento de información para suspender y cerrar sesiones

*1.21.* Limitación del tiempo de conexión

a) Utilizar restricciones en los tiempos de conexión para brindar seguridad adicional

para las aplicaciones de alto riesgo. Los siguientes son algunos ejemplos de estas restricciones:

b) Configurar espacios de tiempo predeterminados para procesos especiales (por

ejemplo, transmisiones de datos o archivos, obtención de respaldos, mantenimientos programados, entre otros.)

e) Restringir los tiempos de conexión a las horas normales de oficina, si no se requiere

tiempo extra u operaciones de horario prolongado;

d) Requerir la autenticación a intervalos determinados cuando lo amerite

e) Proporcionar accesos temporales para ciertas operaciones (por ejemplo, mediante tickets o tokens electrónicos temporales)

*1.22.* Control de acceso a las aplicaciones y a la información

a) Controlar el acceso de usuarios a la información y a las funciones del sistema de aplicación, de acuerdo con una política definida de control de acceso;

b) Suministrar protección contra acceso no autorizado por un programa utilitario,

sotlware del sistema operativo, software malicioso o cualquier otro software que pueda anular o desviar los controles de seguridad del sistema;

e) Evitar poner en riesgo otros sistemas con los que se comparten los recursos de

información.

7.23. Restricción de acceso a la información

a) Controlar el acceso a las funciones de los sistemas y aplicaciones.

b) Definir mecanismos de control para los derechos de acceso de los usuarios, para lectura, escritura, eliminación y ejecución de información.

e) Definir y documentar mecanismos de control para los derechos de acceso de otras aplicaciones.

d) Generar mecanismos a fin de garantizar que los datos de salida de los sistemas de aplicación que manejan información sensible sólo contengan la información pertinente y que se envíe únicamente a terminales o sitios autorizados.

e) Generar revisiones periódicas de las salidas de los sistemas de aplicación para

garantizar el retiro de la información redundante.

*1.24.* Aislamiento de sistemas sensibles

a) Identificar y documentar los sistemas sensibles y al responsable de la aplicación.

b) Identificar y registrar los riesgos, cuando una aplicación se ejecuta en un entorno compartido.

e) Identificar y registrar aplicaciones sensibles que se encuentra compartiendo recursos.
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aplicación confiables, o utilizar métodos físicos o lógicos de aislamiento.

7.25. Computación y comunicaciones móviles

a) Evitar exposición de equipos portátiles en sitios inseguros, públicos y de alto riesgo.

(\*)

b) La información sensible, de alta criticidad o confidencial, debe estar en una partición específica del disco del equipo portátil, y resguardada bajo métodos de cifrado.

e) En la política para uso de equipos portátiles y comunicaciones móviles de la institución, deberá definir rangos de tiempo máximo que el equipo puede permanecer sin conexión a la red de la institución, a fin de que este actualice el antivirus y las políticas aplicadas por la institución.

d) En el proceso de respaldos de la institución, debe estar considerado específicamente los documentos definidos como críticos, sensibles o confidenciales de las diferentes áreas; además, en el proceso de respaldo del equipo portátil deberá definirse el responsable y procedimiento de acceso a esta información.

e) Dentro de la institución el equipo portátil deberá estar asegurado con medios físicos, mediante el uso de candados.

f) El personal que utiliza computadores portátiles y equipos móviles, deberá estar alerta de los riesgos adicionales que se originan y los controles que se deberán implementar.

7.26. Trabajo remoto

a) Las instituciones podrán autorizar la modalidad de trabajo remoto en circunstancias específicas, siempre que en la institución se apliquen las disposiciones de seguridad y los controles establecidos, cumpliendo con la política de seguridad de la información.

b) El funcionario deberá observar la seguridad física de la edificación y del entorno local existente en el sitio de trabajo remoto.

e) Deberá evitarse la conexión a redes inalámbricas que no presten la seguridad de acceso y autenticación adecuadas.

d) No se permite el uso de equipo de propiedad privada que no esté bajo el control y

monitoreo de la institución (\*).

e) Deberá definirse el trabajo que se permite realizar, las horas laborables, la confidencialidad de la información que se conserva y los sistemas y servicios internos para los cuales el trabajador tiene acceso autorizado.

f) Deberá considerarse la protección de antivirus y reglas del Firewall (\*).

g) Deberán estar documentadas las reglas y directrices sobre el acceso de familiares y

visitantes al equipo y a la información.

h) La institución deberá observar la disposición de una póliza de seguros para esos equipos.

i) Determinar procesos de monitoreo y auditoría de la seguridad del trabajo remoto

que se realice.

j) Permitir al personal realizar trabajo remoto empleando tecnologías de

comunicaciones cuando requiere hacerlo desde un lugar fijo fuera de su institución.
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8.ADQUISICIÓN, DESARROLLO Y MANTENIMIENTO DE SISTEMAS DE INFORMACIÓN

8.1.Análisis y especificaciones de los requerimientos de seguridad

a) Definir los requerimientos de seguridad. Por ejemplo: criptografía, control de

sesiones, etc. (\*).

b) Definir los controles apropiados, tanto automatizados como manuales. En esta

definición deben participar personal del requerimiento funcional y personal técnico que trabajarán en el sistema. Evaluar los requerimientos de seguridad y los controles requeridos, teniendo en cuenta que éstos deben ser proporcionales en costo y esfuerzo al valor del bien que se quiere proteger y al daño potencial que pudiera ocasionar a las actividades realizadas por falla o falta de seguridad. (\*).

e) Si se adquieren productos, los contratos con el proveedor deben contemplar los

requisitos de la seguridad identificados.

d) Cuando se proporciona funcionalidad adicional y ello causa un riesgo de la

seguridad, tal funcionalidad se debe inhabilitar o cambiar. Información adicional sobre los criterios para los productos de la seguridad de la tecnología de la información se puede encontrar en la norma ISO/IEC15408 o en otras normas sobre evaluación y certificación, según sea al caso. La norma ISO/lEC TR 13335-3 proporciona directrices sobre el uso de procesos de gestión de riesgos para identificar los requisitos de los controles de la seguridad.

8.2. Validación de datos de entrada

a) Especificar y utilizar controles que aseguren la validez de los datos ingresados, en el

punto de entrada de los mismos, controlando también parámetros de los sistemas

(ej., %IVA, dirección IP del servidor).

b) Verificar los datos de entrada con controles que permitan la negación de ingreso de

datos: duales, valores fuera de rango, caracteres no válidos, datos incompletos o ausentes, datos de controles inconsistentes o no autorizados, la secuencia de los datos, formatos incorrectos, inyección de código, etc.

e) Definir el estándar de respuesta ante errores de validación.

d) Definir convalidaciones para probar la credibilidad de los datos de entrada.

e) Crear un registro de las actividades implicadas en el proceso de entrada de datos.

8.3. Control de procesamiento interno

a) Incorporar controles de validación a fin de eliminar o minimizar los riesgos de fallas

de procesamiento y*lo* vicios por procesos de errores. b) Utilizar controles de sesión en los sistemas.

e) Utilizar funciones de agregar, modificar y borrar para implementar los cambios en

los datos. El borrado a través de los sistemas será siempre un borrado lógico de los datos.

d) Crear registros de auditoría, al insertar y actualizar datos; y, si se requiere según el sistema, se mantendrá el registro (logs) de consultas de datos.

e) Incorporar en los sistemas, validaciones necesarias para prevenir la ejecución de

programas fuera de secuencia, en orden erróneo o de ejecución después de una falla. f) Crear el procedimiento y/o herramientas para la revisión periódica de los registros

de auditoría para detectar cualquier anomalía en la ejecución de las transacciones.

g) Identificar, crear y utilizar programas para la recuperación de datos después de
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fallas, con el fin de garantizar el procesamiento correcto de los datos. h) Utilizar controles para mantener integridad de registros y archivos.

i) Utilizar controles para protección contra ataques por desbordamiento/exceso en el buffer.

j) Definir y ejecutar periódicamente, procedimientos de recuperación de sistemas, que verifiquen la ejecución de los sistemas en caso de una falla o desastre, esto estará a cargo del administrador técnico de la aplicación o sistema.

k) Definir los procedimientos que aseguren el orden correcto de ejecución de los sistemas, la finalización programada en caso de falla y la detención de las actividades de procesamiento, hasta que el problema sea resuelto.

8.4. Integridad del mensaje

a) Cuando una aplicación tenga previsto el envío de mensajes que contengan información reservada o confidencial, se implementarán los controles criptográficos determinados en el punto "8.6 Política sobre uso de controles criptográficos".

8.5. Validación de datos de salidas

a) Incorporar el control de conciliación de datos, para asegurar el procesamiento de todos los datos.

b) Suministrar información para que el lector o sistema de procesamiento subsiguiente determine la exactitud, totalidad, precisión y clasificación de la información.

e) Desarrollar procedimientos para responder a las pruebas de validación de salidas. d) Crear un registro de las actividades del proceso de validación de la salida de datos.

e) Generar protocolos de pruebas y los casos de pruebas para la validación de los datos

de salida.

8.6. Política sobre el uso de controles criptográficos.

a) Identificar el nivel requerido de protección de datos que se almacenará en el sistema, considerando: el tipo, fortaleza y calidad del algoritmo de cifrado (encriptación) requerido.

b) Utilizar controles criptográficos para la protección de claves de acceso a: sistemas, datos y servicios. Las claves deberán ser almacenadas de manera codificada, cifrada (encriptada) en la base de datos y/o en archivos de parámetros.

e) Desarrollar procedimientos de administración de claves, de recuperación de

información cifrada en caso de pérdida, de compromiso o daño de las claves y de reemplazo de claves de cifrado.

d) Utilizar controles de cifrado (criptográficos) para la transmisión de información clasificada, fuera del ámbito de la institución.

e) Utilizar controles de cifrado (criptográficos) para la protección de la información

sensible transportada por medios móviles o removibles, por dispositivos especiales, o a través de los medios de comunicación.

f) Definir las normas de controles de cifrado (criptográficos) que se adoptarán, para la

implementación eficaz en toda la institución; establecer la solución a usar para cada proceso del negocio.

g) Los responsables del área de Tecnologías de la Información propondrán la siguiente

asignación de funciones:

• Implementación de la Política de Controles

• Administración de claves: gestión de claves, incluyendo su generación
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h) Se debe garantizar:

• Confidencialidad: uso de cifrado (encriptación) de la información para

proteger información sensible o crítica, bien sea almacenada o transmitida

• Integridad *1* autenticidad: uso de firmas electrónicas o códigos de autenticación de mensajes para proteger la autenticidad e integridad de información sensible o crítica transmitida o almacenada

• No-repudio: uso de técnicas de cifrado (criptográficas) para obtener pn1eba de la ocurrencia o no ocurrencia de un evento o acción.

i) Definir los algoritmos de cifrado (encriptación) que se utilizarán en toda la

institución, dependiendo del tipo de control a aplicar, el propósito y el proceso del

negocio. Esta definición debe ser periódicamente revisada y actualizada.

j) Uso de firma electrónica:

• Utilizar certificados electrónicos de Entidad de Certificación de Información reconocidas por el Estado Ecuatoriano para la firma de cualquier tipo de documento, mensaje de dato, transacción que se procese electrónicamente o para comunicaciones entre sistemas, aplicaciones y medios físicos.

• Utilizar los certificados electrónicos emitidos bajo estándares por las Entidades de Certificación de Información, las cuales deben ser instituciones u organizaciones reconocidas, con controles y procedimientos idóneos establecidos para proporcionar el grado requerido de confianza.

• Uso de los certificados electrónicos según el ámbito para la cual fue generado.

8.7. Gestión de claves

a) Protección de claves cifradas (criptográficas):

• Implementar un sistema de administración de claves cifradas (criptográficas) para respaldar la utilización por parte de la institución, de los dos tipos de técnicas criptográficas: técnicas de clave secreta (criptografía simétrica) y técnicas de clave pública (criptografía asimétrica).

• Proteger todas las claves contra modificación y destrucción, y las claves secretas y privadas serán protegidas contra copia o divulgación no autorizada.

• Proporcionar una protección adecuada al equipamiento utilizado para generar, almacenar y archivar claves, considerándolo crítico o de alto riesgo.

• Generar claves para diferentes sistemas criptográficos y diferentes aplicaciones.

• Habilitar en los sistemas, la generación de claves en la creación de usuarios.

Se generará la primera clave la cual deberá obligatoriamente cambiar el propio usuario la primera vez que ingresa al sistema.

• Generar y obtener certificados de claves públicas.

• Distribuir la primera clave a los usuarios, incluyendo la forma de activar y confirmar la recepción de la clave. Luego, a través de un correo electrónico recibirá un acceso al sistema, el cual validará la entrega de la clave y la obligatoriedad de cambiar dicha clave.

• Almacenar las claves cifradas (encriptadas).

• Incorporar funcionalidad para cambiar o actualizar las claves, incluyendo reglas sobre cuándo cambiarlas, cómo hacerlo y la forma en que los usuarios
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autorizados tendrán acceso a ellas.

• Incorporar funcionalidad para tratar las claves perdidas. Bajo pedido del usuario que pierde una clave se generará una nueva, la entrega será a través del procedimiento definido para la entrega de la primera clave.

• Pe1mitir revocar las claves, incluyendo la forma de retirarlas o desactivarlas cuando las claves se han puesto en peligro o cuando un usuario se retira de la

institución.

• Incorporar funcionalidad para recuperar claves pérdidas o corruptas como parte de la gestión de continuidad de los servicios informáticos.

• Permitir archivar claves para información archivada o con copia de respaldo.

• Permitir la destrucción de claves que se dejen de utilizar.

• Registrar y auditar las actividades relacionadas con la gestión de claves.

b) Normas, Procedimientos y Métodos:

• Redactar las normas y procedimientos necesarios para generar claves para diferentes sistemas criptográficos y diferentes aplicaciones, incluyendo fechas de inicio y caducidad de vigencia de las claves.

• Redactar las normas y procedimientos necesarios para generar y obtener certificados de clave pública de manera segura.

• Redactar las normas y procedimientos para distribuir las claves de forma segura a los usuarios, incluyendo información sobre cómo deben activarse cuándo se reciban las mismas.

• Redactar las normas y procedimientos para almacenar claves, incluyendo la forma de acceso a las mismas, por parte de los usuarios autorizados.

• Redactar las normas y procedimientos para cambiar o actualizar claves, incluyendo reglas sobre cuándo y cómo deben cambiarse las claves.

• Redactar las normas y procedimientos para revocar claves, incluyendo cómo deben retirarse o desactivarse las mismas.

• Redactar las normas y procedimientos para archivar claves; por ejemplo, para la información archivada o resguardada.

• Redactar las normas y procedimientos para destruir claves.

• Redactar las normas y procedimientos para registrar y auditar las actividades relativas a la administración de claves.

**8.8. Control del software operativo**

a) Definir y aplicar procesos de control de cambios para la implementación del software en producción, a fin de minimizar el riesgo de alteración de los sistemas.

b) Definir el proceso de paso a producción para cada sistema.

e) Ningún programador o analista de desarrollo y mantenimiento de aplicaciones podrá acceder a los ambientes de producción.

d) Asignar un responsable de la implantación de cambios por sistema (no podrá ser personal que pertenezca al área de desarrollo o mantenimiento), quien tendrá como funciones principales:

• Coordinar la implementación de modificaciones o nuevos programas en el ambiente de Producción.

• Asegurar que los aplicativos en uso, en el ambiente de Producción, sean los autorizados y aprobados de acuerdo a las normas y procedimientos
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• Instalar las modificaciones, controlando previamente la recepción de la

prueba aprobada por parte del Analista Responsable, del área encargada del testeo y del usuario final.

• Rechazar la implementación en caso de encontrar defectos

e) Definir un procedimiento que establezca los pasos a seguir para implementar las autorizaciones para el paso a producción, el informe de pruebas previas y el informe de paso a producción.

f) Disponer del informe de paso a producción, el cual contendrá información de todos

los cambios a realizar y el plan de contingencia.

g) Guardar o instalar únicamente los ejecutables y cualquier elemento necesario para la ejecución de un software en el ambiente de producción.

h) Implementar el ensayo en el ambiente de pruebas. Este ambiente debe ser similar al

ambiente de producción. El ensayo será en base al informe de paso a producción. Se ejecutarán todas las acciones definidas y se realizarán pruebas sobre capacidad ele uso, seguridad, efectos en otros sistemas y facilidad para el usuario.

i) Llevar un registro de auditoría de las actualizaciones realizadas.

j) Retener las versiones previas del sistema, como medida de contingencia.

k) Denegar permisos de modificación a los desarrolladores, sobre los programas fuentes bajo su custodia.

1) Usar un sistema de control de configuración para mantener el control del software

instalado, así como de la documentación del sistema.

m) Entregar acceso físico o lógico al ambiente producción únicamente para propósitos de soporte, cuando sea necesario y con aprobación del responsable del área de Tecnologías de la Información, esto se realizará tanto para usuarios internos de la dirección como para proveedores.

n) Monitorear las actividades de soporte realizadas sobre el ambiente de producción.

8.9. Protección de los datos de prueba del sistema

a) Identificar por cada sistema, los datos que pueden ser copiados de un ambiente de producción a un ambiente de pruebas.

b) Efectuar pruebas de los sistemas en el ambiente de pruebas, sobre datos extraídos del ambiente de producción.

e) Solicitar autorización formal para realizar una copia de la base de datos de producción como base de datos de prueba.

d) Personalizar los datos en el ambiente de pruebas, eliminando las contraseñas de producción y generando nuevas para pruebas.

e) Identificar los datos críticos que deberán ser modificados o eliminados del ambiente de pruebas.

f) Aplicar los mismos procedimientos de control de acceso que existen en la base de producción.

g) Eliminar inmediatamente, una vez completadas las pruebas, la información de producción utilizada.

h) Registrar la copia y la utilización de la información para futuras auditorías.

i) Controlar que la modificación, actualización o eliminación de los datos operativos (de producción) serán realizados a través de los sistemas que procesan esos datos, y de acuerdo al esquema de control de accesos implementado en los mismos.

j) Se considerarán como excepciones, los casos en que se requiera realizar

SNAP
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modificaciones directamente sobre la base de datos. El Oficial de Seguridad de la Información definirá los procedimientos para la gestión de dichas excepciones que contemplarán lo siguiente:

• Se generará una solicitud formal para la realización de la modificación o actualización del dato. No se aceptará eliminación de datos bajo ninguna circunstancia.

• El Propietario de la Información afectada y el Oficial de Seguridad de la Información aprobarán la ejecución del cambio evaluando las razones por las cuales se solicita.

• Se generarán cuentas de usuario de emergencia para ser utilizadas en la ejecución de excepciones. Las mismas serán protegidas mediante contraseñas, la cuales estarán sujetas al procedimiento de administración de contraseñas críticas y habilitadas sólo ante un requerimiento de emergencia y por el lapso que ésta dure.

• Se designará un encargado de implementar los cambios, el cual no será personal del área de Desarrollo. En el caso de que esta función no pueda ser separada del área de Desarrollo, se aplicarán controles adicionales de acuerdo a la separación de funciones.

• Se registrarán todas las actividades realizadas con las cuentas de emergencia.

Dicho registro será revisado posteriormente por el Oficial de Seguridad.

8.10. Control de acceso al código fuente de los programas

a) Asignar a un Administrador de programas fuentes, quien tendrá en custodia los programas fuentes y deberá:

• Utilizar un manejador de versiones para los código fuentes, proporcionar permisos de acceso a los desarrolladores bajo autorizaciones.

• Proveer al área de Desarrollo los programas fuentes solicitados para su modificación, manteniendo en todo momento la correlación programa fuente/ejecutable.

• Llevar un registro actualizado de todos los programas fuentes en uso, indicando nombre del programa, programador, autorizador, versión, fecha de última modificación y fecha/hora de compilación y estado (en modificación o en producción).

• Verificar que el autorizador de la solicitud de un programa fuente sea el designado para la aplicación, rechazando el pedido en caso contrario. Registrar cada solicitud aprobada.

• Administrar las distintas versiones de una aplicación.

• Asegurar que un mismo programa fuente no sea modificado simultáneamente por más de un desarrollador, sin un manejador de versiones.

b) Establecer que todo programa objeto o ejecutable en producción tenga un único programa fuente asociado que garantice su origen.

e) Establecer que el responsable de implantación en producción efectuará la

generación del programa objeto o ejecutable que estará en producción

(compilación), a fin de garantizar tal correspondencia.

d) Desarrollar un procedimiento que garantice que cuando se migre a producción el módulo fuente, de preferencia se cree el código ejecutable correspondiente de
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forma automática de preferencia.

e) Evitar que la función de Administrador de programas fuentes, sea ejercida por

personal que pertenezca al área de desarrollo y/o mantenimiento.

f) Prohibir la guarda de programas fuentes históricos (que no sean los

correspondientes a los programas operativos) en el ambiente de producción.

g) Prohibir el acceso a todo operador y/o usuario de aplicaciones a los ambientes y a las herramientas que permitan la generación y/o manipulación de los programas

fuentes.

h) Realizar las copias de respaldo de los programas fuentes cumpliendo los requisitos

de seguridad establecidos como respaldos de información.

i) Cuando sea posible, las bibliotecas fuente de programas no se deberán mantener en

los sistemas operativos.

j) El código fuente de programas y las bibliotecas fuente de programas se deberán

gestionar de acuerdo con los procedimientos establecidos.

k) El personal de soporte no debe tener acceso al código fuente de programas.

l) La actualización del código fuente de programas y de los elementos asociados, así

como la emisión de fuentes de programa a los programadores, solamente se deberá

efectuar después de recibir la autorización apropiada.

m) Conservar un registro para auditoría de todos los accesos al código fuente de

programas.

n) El mantenimiento y el copiado del código fuente de programas deberán estar sujetos

a un procedimiento estricto de control de cambios.

8.11. Procedimiento de control de cambios

a) Verificar que los cambios sean propuestos por usuarios autorizados y se respete los

términos y condiciones que surjan de la licencia de uso, en caso de existir.

b) Elaborar el informe de paso de pruebas a producción, que deberá contener el detulle de los cambios y acciones a ejecutar, tanto de software, bases de datos y hardware:

• Archivos a modificar;

• Script de base de datos a ejecutar en la secuencia correcta de ejecución;

• Script de inicialización de datos;

• Creación de directorios;

• Script de creación de tareas periódicas, en caso de ser necesario;

• Plan de contingencia;

• Protocolo de pruebas de verificación el cambio;

• Definir el punto de no retorno;

• Definir las condiciones para determinar la restauración al estado anterior. e) Obtener aprobación formal por parte del responsable del área de Tecnologías de la

Información para las tareas detalladas, antes de comenzar las tareas. d) Mantener un registro de los niveles de autorización acordados.

e) Implementar funcionalidades para que se pueda solicitar la autorización del propietario de la información (ej., información personal), cuando se hagan cambios a sistemas de procesamiento de la misma.

f) Notificar a los usuarios del sistema sobre el cambio a realizar. Se enviará una notificación para informar sobre el tiempo que durará la ejecución del cambio y para informar cuando se haya terminado la ejecución del cambio.

g) Abrir ventanas de mantenimiento con una duración definida, en la cual se contemple las acciones del cambio, pruebas y configuraciones.
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h) Revisar los controles y los procedimientos de integridad para garantizar que no serán comprometidos por los cambios.

i) Solicitar la revisión del Oficial de Seguridad de la Información para garantizar que no se violen los requerimientos de seguridad que debe cumplir el software.

j) Efectuar las actividades relativas al cambio en el ambiente de pruebas.

k) Obtener la aprobación por parte del usuario autorizado y del área de pruebas mediante pruebas en el ambiente correspondiente.

l) Actualizar la documentación para cada cambio implementado, tanto en los manuales de usuario como en la documentación operativa.

m) Mantener un control de versiones para todas las actualizaciones de software.

n) Garantizar que la implementación se llevará a cabo minimizando la discontinuidad de las actividades y sin alterar los procesos involucrados.

o) Definir si los cambios a realizar tienen impacto sobre la continuidad del servicio. Si un cambio implica mucha funcionalidad o impacto al software base o infraestructura, se deberá realizar un procedimiento más complejo de cambio, para que se apruebe con un plan de contingencia y se identifiquen los riesgos posibles.

8.12. Revisión técnica de las aplicaciones después de los cambios en el sistema operativo

a) Revisar los procedimientos de integridad y control de aplicaciones para garantizar que no hayan sido comprometidas por el cambio.

b) Garantizar que los cambios en el sistema operativo sean informados con anterioridad a la implementación.

e) Probar que los cambios realizados retornen la funcionalidad esperada.

d) Realizar las pruebas inmediatamente después de realizar el cambio y durante la ventana de mantenimiento definida para el cambio.

e) Disponer de un protocolo de pruebas a realizar.

f) Entregar un informe de las pruebas realizadas.

g) Identificar si existen problemas con los cambios, para aplicar el plan de contingencia o realizar el retorno al estado anterior al cambio.

8.13. Restricción del cambio de paquetes de software

a) Disponer de la autorización del Responsable del área de Tecnologías de la

Información que apruebe el cambio.

b) Analizar los términos y condiciones de la licencia, si es del caso, a fin de determinar si las modificaciones se encuentran autorizadas.

e) Determinar la conveniencia de que la modificación sea efectuada por la institución,

por el proveedor o por un tercero, y evaluar el impacto.

d) Retener el software original realizando los cambios sobre una copia perfectamente identificada, documentando exhaustivamente por si fuera necesario aplicarlo a nuevas versiones.

e) Conservar el software original que se va ha cambiar y los cambios se deberán aplicar a una copia claramente identificada.

f) Definir un proceso de gestión de las actualizaciones del software para asegurarse de que los parches más actualizados aprobados y las actualizaciones de las aplicaciones

están instalados en todo el software autorizado.

g) Probar y documentar en su totalidad todos los cambios, de manera que se puedan volver a aplicar, si es necesario, para mejoras futuras del software.
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8.14. Fuga de información . . . , a) Explorar los medios y comunicaciones de salida para determmar la mformacwn

oculta.

b) Garantizar que un tercero no pueda deducir, extraer información de las

comunicaciones, sistemas de modulación o de enmascaramiento, a partir de un comportamiento específico.

e) Adquirir o desarrollar programas acreditados o productos ya evaluados.

d) Realizar un monitoreo regular de las actividades del personal y del sistema.

e) Realizar un monitoreo del uso de los recursos en los sistemas de computador y transmisión de datos por la red.

f) Restringir el envío de información a correos externos no institucionales.

g) Prevenir y restringir el acceso no autorizado a la red.

h) Examinar los códigos fuentes (cuando sea posible) antes de utilizar los programas. i) Controlar el acceso y las modificaciones al código instalado.

j) Utilizar herramientas para la protección contra la infección del software con código

malicioso.

8.15. Desarrollo de software contratado externamente

a) Definir acuerdos de licencias, acuerdos de uso, propiedad de código y derechos conferidos.

b) Definir los requerimientos contractuales con respecto a la calidad del código y la

existencia de garantías.

e) Definir procedimientos de certificación de la calidad y precisión del trabajo llevado a cabo por el proveedor, que incluyan auditorías, revisión de código para detectar código malicioso, verificación del cumplimiento de los requerimientos de seguridad del software establecidos, etc.

d) Verificar el cumplimiento de las condiciones de seguridad requeridas.

e) Definir acuerdos de custodia de los fuentes del software o convenios de fideicomiso

(y cualquier otra información requerida) en caso de quiebra de la tercera parte.

f) Realizar pruebas antes de la instalación para detectar códigos troyanos o maliciosos.

8.16. Control de las vulnerabilidades técnicas

a) Disponer de un inventario completo y actual de los activos de software. El inventario servirá para dar soporte a la gestión de la vulnerabilidad técnica e incluye los siguientes datos: vendedor del software, números de versión, estado actual de despliegue y las personas de la institución responsables del software.

b) Definir e instaurar las funciones y responsabilidades asociadas con la gestión de la vulnerabilidad técnica, incluyendo el monitoreo de la vulnerabilidad, la evaluación de riesgos de la vulnerabilidad, el uso de parches, el rastreo de activos y todas las responsabilidades de coordinación requeridas.

e) Identificar los recursos de información que se van a utilizar para identificar las vulnerabilidades técnicas pertinentes y para mantener la concienciación sobre ellas para el software y otras tecnologías, con base en la lista de inventario de activos.

d) Actualizar los recursos de información en función de los cambios en el inventario o cuando se encuentren recursos nuevos o útiles.

e) Definir una línea de tiempo para reaccionar ante la notificación de vulnerabilidades técnicas potenciales pertinentes.
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f) Identificar los riesgos asociados a una vulnerabilidad potencial y las acciones que se han de tomar; tales acciones podrían involucrar el uso de parches en los sistemas vulnerables y/o la aplicación de otros controles.

g) Definir la urgencia y las acciones a tomar para tratar la vulnerabilidad técnica identificada, se realizará conforme a los controles relacionados con la gestión de cambios o siguiendo los procedimientos de respuesta ante incidentes de seguridad de la información.

h) Evaluar los riesgos asociados con la instalación de un parche para cubrir

vulnerabilidades. Los riesgos impuestos por la vulnerabilidad se deberán comparar con los riesgos de instalar el parche.

i) Probar y evaluar los parches antes de su instalación para garantizar que son eficaces

y no producen efectos secundarios intolerables. Estas pruebas se realizarán en un ambiente similar al de producción.

j) Apagar los servicios o capacidades relacionadas con la vulnerabilidad.

k) Adaptar o agregar controles de acceso; por ejemplo, cortafuegos (firewalls), en las fronteras de la red.

1) Aumentar el monitoreo para detectar o prevenir los ataques reales.

m) Crear conciencia en los desarrolladores sobre la vulnerabilidad.

n) Conservar un registro para auditoría de todos los procedimientos efectuados.

o) Monitorear y evaluar a intervalos regulares las vulnerabilidades técnicas, para garantizar eficacia y eficiencia.

p) Tratar primero los sistemas con alto riesgo.
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9.GESTIÓN DE LOS INCIDENTES DE LA SEGURIDAD DE LA INFORMACIÓN

9.1. Reporte sobre los eventos de seguridad de la información

a) Instaurar un procedimiento formal para el reporte de los eventos de seguridad de la

información junto con un procedimiento de escalada y respuesta ante el incidente,

que establezca la acción que se ha de tomar al recibir el reporte sobre un evento que

amenace la seguridad de la información (\*).

b) Establecer un punto de contacto (Oficial de Seguridad de la Información) para el

reporte de los eventos de seguridad de la información. Es conveniente garantizar

que este punto de contacto sea conocido en toda la institución, siempre esté disponible y puede suministrar respuesta oportuna y adecuada. Todos los

empleados, contratistas y usuarios contratados por los proveedores deberán tener conciencia de su responsabilidad para reportar todos los eventos de seguridad de la

información lo más pronto posible.

e) Cuando un incidente se produzca, el funcionario en turno responsable del equipo o

sistema afectado, debe realizar las siguientes acciones en su orden(\*):

• Identificar el incidente

• Registrar el incidente en una bitácora de incidentes (reporte de eventos) incluyendo fecha, hora, nombres y apellidos del funcionario en turno, departamento o área afectada, equipo o sistema afectado y breve descripción del incidente.

• Notificar al Oficial de Seguridad de la Información de la institución.

• Clasificar el incidente de acuerdo al tipo de servicio afectado y al nivel de severidad.

• Asignar una prioridad de atención al incidente en el caso de que se

produjeran varios en forma simultanea.

• Realizar un diagnóstico inicial, determinando mensajes de error producidos, identificando los eventos ejecutados antes de que el incidente ocurra, recreando el incidente para identificar sus posibles causas.

• Escalar el incidente en el caso que el funcionario en turno no pueda solucionarlo, el escalamiento deberá ser registrado en la bitácora de escalamiento de incidentes. El funcionario en turno debe escalar el incidente a su jefe inmediato, en el caso en el que el funcionario no tuviere un jefe al cual escalarlo, este debe solicitar soporte al proveedor del equipo o sistema afectado..

• Investigar y diagnosticar en forma definitiva las causas por las cuales se produjo el incidente.

• Resolver y restaurar el servicio afectado por el incidente debido a la para de un equipo o un sistema, incluyendo un registro de la solución empleada en la bitácora de incidentes.

• Cerrar el incidente, actualizando el estado del registro del incidente en la

bitácora de incidentes a "Resuelto". Confirmar con el funcionario en turno '

responsable del equipo o del sistema de que el incidente ha sido resuelto.

9.2. Reporte sobre las debilidades en la seguridad

a) Todos los empleados, contratistas y usuarios de terceras partes deberán informar
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sobre estos asuntos a su director o directamente a su proveedor de servicio, tan pronto sea posible para evitar los incidentes de seguridad de la información. Los mecanismos de reporte deberán ser fáciles, accesibles y disponibles. Se les debe informar a ellos que, en ninguna circunstancia, deberán intentar probar una debilidad sospechada.

b) Cuando un empleado, contratista o usuario contratado por un proveedor detecte una vulnerabilidad o debilidad en un equipo, sistema o servicio deberá ejecutar las siguientes acciones:

• Notificar a su jefe inmediato y este al Oficial de Seguridad de la Información de la debilidad o vulnerabilidad detectada.

• Registrar la fecha, hora, apellidos y nombres del funcionario que detectó la debilidad o vulnerabilidad, descripción de la debilidad, descripción de posibles incidentes de seguridad que pudieran ocurrir producto de esta debilidad. El responsable de llevar este reporte denominado "Reporte de vulnerabilidades o debilidades de la seguridad de la información" es el Oficial de Seguridad de la Información.

• Nunca, por razón alguna, deberá intentar probar la debilidad o vulnerabilidad detectada en la seguridad. El ensayo de las vulnerabilidades se podría interpretar como un posible uso inadecuado del sistema, equipo o servicio y también podría causar daño al sistema o servicio de información y eventualmente podría recaer en una responsabilidad legal.

• El Oficial de Seguridad de la Información deberá tomar las medidas pertinentes para prevenir o eliminar la vulnerabilidad o debilidad detectada.

9.3. Responsabilidades y procedimientos

a) Además de la bitácora de registro de incidentes y el reporte de vulnerabilidades de la seguridad de la información, el monitoreo de los sistemas, las alertas y las vulnerabilidades, se debería establecer y ejecutar un procedimiento para la gestión de incidentes.

b) Identificar y elasi ficar los diferentes tipos de incidentes de seguridad de la

información.

e) Identificar y analizar las posibles causas de un incidente producido.

d) Planificar e implementar acciones correctivas para evitar la recurrencia del incidente e) Notificar a todos los funcionarios afectados por el incidente de la restauración del

equipo, sistema o servicio afectado, una vez esté solucionado el incidente.

f) El Oficial de Seguridad de la Información, emitirá un reporte a los jefes de las áreas afectadas por el incidente.

g) Recolectar y asegurar pistas de auditoría y toda la evidencia relacionada con el

incidente.

9.4. Aprendizaje debido a los incidentes de seguridad de la información

a) La información que se obtiene de la evaluación de los incidentes de seguridad de la información se debe utilizar para identificar los incidentes recurrentes o de alto impacto.

b) Determinar el número de incidentes por tipo, el número de incidentes graves, el

tiempo medio de resolución de incidentes.

e) Determinar el costo promedio por incidente.
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d) Determinar el número de incidentes recurrentes.

e) Determinar la frecuencia de un incidente recurrente.

**9.5. Recolección de evidencias**

a) Desarrollar y cumplir procedimientos internos cuando se recolecta y se presenta evidencia con propósitos de acción disciplinaria dentro de la institución.

b) Asegurar que los sistemas de información cumplan con las normas legales para la producción de evidencia, para lograr la admisibilidad, calidad y cabalidad de la

misma.

e) Para lograr el peso de la evidencia, se debe demostrar la calidad y cabalidad de los controles empleados para proteger correcta y consistentemente la evidencia (es decir, evidencia del control del proceso) en todo el periodo en el cual la evidencia por recuperar se almacenó y procesó, mediante un rastreo sólido de la evidencia. En general, dicho rastreo sólido se puede establecer en las siguientes condiciones:

• Se deberán tomar duplicados o copias de todos los medios removibles, la información en los discos duros o la memoria para garantizar la disponibilidad; es conveniente conservar el registro de todas las acciones durante el proceso de copiado y dicho proceso debería tener testigos; y, el medio y el registro originales se deberán conservar intactos y de forma segura;

• Se debe proteger la integridad de todo el material de evidencia. El proceso de copia del material de evidencia debe estar supervisado por personal de confianza y se debe registrar la información sobre cuándo y cómo se realizó dicho proceso, quién ejecutó las actividades de copiado y qué herramientas o programas se utilizaron.
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10. GESTIÓN DE LA CONTINUIDAD DEL NEGOCIO

10.1. Inclusión de la seguridad de la información en el proceso de gestión de la continuidad del negocio

a) El Responsable del área de Tecnologías de la Información o su similar será designado como coordinador de continuidad de los servicios informáticos, que se encargará de supervisar el proceso de elaboración e implantación del plan de continuidad, así como de la seguridad del personal.

b) Identificar los activos involucrados en los procesos críticos de los servicios informáticos, así como de las actividades que se deben realizar.

e) Elaborar la política de continuidad de los servicios informáticos determinando los

objetivos y el alcance del plan, así como las funciones y responsabilidades; un documento que establezca a alto nivel los objetivos, el alcance y las responsabilidades en la gestión de la continuidad. Por ejemplo, la plantilla del documento debería contener:

• INTRODUCCIÓN: Detallando de forma resumida de que se trata, la estructura del documento y que se persigue.

• OBJETIVOS: que se satisfacen con la aplicación de la política, como se garantizará continuidad de las actividades y de los servicios, planes adicionales de contingencia.

• ALCANCE: Procesos y operaciones que son cubiertos y recursos que utilizan los procesos u operaciones

• RESPONSABILIDADES: Diferentes responsables implicados en la gestión de la continuidad de los servicios informáticos

d) Garantizar la continuidad incorporando los procesos generados en la estructura de la

institución.

10.2. Continuidad del negocio y evaluación de riesgos

a) Definir los procesos y actividades de los servicios y aplicaciones,

b) Entender las complejidades e interrelaciones existentes entre equipamiento, personas, tareas, departamentos, mecanismos de comunicación y relaciones con proveedores externos, los cuales pueden prestar servicios críticos que deben ser considerados.

e) Identificar y valorar el impacto de las interrupciones de los procesos, aplicaciones y

servicios de los servicios informáticos, para cuantificar y calificar los impactos y

saber sus efectos.

d) Identificar el tiempo máximo de interrupción permitida para cada servicio o aplicación crítica; por ejemplo, 30 minutos, una hora o un día.

e) Analizar los riesgos, identificando las amenazas sobre los activos y su probabilidad

de ocurrencia.

f) Analizar las vulnerabilidades asociadas a cada activo y el impacto que puedan provocar sobre la disponibilidad.

g) Obtener un mapa de riesgos que permita identificar y priorizar aquellos que pueden

provocar una paralización de las actividades de la institución.

h) Crear una estrategia de gestión de control de riesgos y el plan de acción.

10.3. Desarrollo e implementación de planes de continuidad que incluyan la seguridad de la información
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a) Definir los equipos para ejecución del plan, donde se destacan las funciones claves que serán realizadas por los responsables:

• Responsables de respuestas a incidentes: analizan el impacto del incidente;

• Logística: responsable de reunir todos los medios para ayudar a la puesta en operación de las actividades;

• Recuperación: puesta en servicio de la infraestructura.

b) Desarrollar los procedimientos indicando el objetivo y el alcance, considerando las actividades y los tiempos de recuperación.

e) Difundir y capacitar al personal responsable en los conceptos que contemplan la

continuidad de los servicios informáticos. d) Definir las Estrategias:

• Seleccionar los sitios alternos y de almacenamiento externo;

• Duplicado de los registros tanto físicos como electrónicos;

• Incorporar RAID en los discos de los servidores;

• Duplicar el suministro eléctrico;

• Estrategia de reinicio de las actividades;

• Contratos de mantenimiento preventivo y correctivo;

• Estrategia adecuada de respaldos;

• Seguros para los activos:

• Métodos, procedimientos y procesos para la recuperación de los servicios.

10.4. Estructura para la planüicación de la continuidad del negocio

a) Mantener los documentos de los procesos actualizados, utilizando la Gestión de

Cambios.

b) Crear planes de respuesta a los incidentes.

e) Definir los calendarios de pruebas e informes.

d) Definir los acuerdos de niveles de servicios internos y con proveedores. e) Definir los contratos para servicios de recuperación, si fuera el caso.

f) Definir las condiciones para activar los planes que describen el proceso a seguir antes de activar cada plan, así como sus responsabilidades.

g) Describir los procedimientos de respaldo para desplazar las actividades esenciales de los servicios informáticos o los servicios de soporte a lugares temporales alternos, y para devolver la operatividad de los procesos en los plazos establecidos.

h) Describir los procedimientos de reanudación con las acciones a realizar para que las operaciones de los equipos y servicios vuelvan a la normalidad.

i) Definir los activos y recursos necesarios para ejecutar los procedimientos de emergencia, respaldo y reanudación de los servicios.

j) Distribuir la política, estrategias, procesos y planes generados.

10.5. Pruebas, mantenimiento y revisión de los planes de continuidad del negocio

a) Evaluar la capacidad de respuesta ante desastres verificando los tiempos de respuesta, validez de los procedimientos y capacidad de los responsables. Los resultados obtenidos permitirá actualizar y mantener los planes establecidos.

b) Realizar pruebas de:

• Validez: revisar y discutir el plan;

• Simulación: escenario que permitirá verificar el plan de continuidad;
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• Actividades críticas: pruebas en un entorno controlado sin poner en peligro la operación de los seiVicios informáticos;

Completa: interrupción real y aplicación del plan de continuidad.

e) Realizar auditorías tanto internas como externas, identificando el tipo y alcance de la auditoría a realizar, se entregará un plan de medidas correctivas para llevar a cabo las recomendaciones acordadas.

d) Ejecutar auto-evaluaciones del plan de continuidad, estrategias y procesos generados.
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**11. CUMPLIMIENTO**

**11.1. Identificación de la legislación aplicable**

a) Inventariar todas las normas legales, estatutarias, reglamentarias y contractuales pertinentes para cada programa de software, servicio informático y en general todo

activo de información que utiliza la institución.

b) Organizar para cada activo de información las normas legales, estatutarias, reglamentarias y contractuales pertinentes.

e) Considerar la normas y leyes más generales relacionadas a la gestión de los datos e

información electrónica en el gobierno. A saber:

• Constitución de la República del Ecuador

• Ley de Comercio Electrónico, Firmas Electrónicas y Mensajes de Datos

• Ley Orgánica de Transparencia y Acceso a la Información Pública

• Ley del Sistema Nacional de Registro de Datos Públicos

• Estatuto del Régimen Jurídico Administrativo de la Función Ejecutiva

• Ley Orgánica y Normas de Control de la Contraloría General del Estado

• Leyes y normas de control del sistema financiero

• Leyes y normas de control de empresas públicas

• Ley del Sistema Nacional de Archivos

• Decreto Ejecutivo No. 1014 sobre el uso de Software Libre en la

Administración Pública

• Decreto Ejecutivo No. 1384 sobre Interoperabilidad Gubernamental en la

Administración Pública

• Otras normas cuya materia trate sobre la gestión de los activos de información en las entidades de la Administración Pública

**11.2. Derechos de Propiedad Intelectual**

a) Adquirir software únicamente a proveedores reconocidos para garantizar que no se violen derechos de propiedad intelectual. Si el Software es Libre Opensource se considerará los términos de las licencias públicas generales.

b) Implementar mecanismos para concienciar sobre las políticas para proteger derechos de propiedad intelectual y las acciones disciplinarias para el personal que las viole. Se aplica tanto al software libre como al privativo.

e) Mantener registros apropiados de los activos de información para proteger los derechos de propiedad intelectual. Se aplica tanto al software libre como al privativo.

d) Custodiar evidencia de la propiedad de licencias o suscripciones, contratos, discós maestros, manuales y toda la información relevante del software que se utiliza.

e) Controlar y asegurar que no se exceda el número máximo de usuarios permitidos

para un programa de software. Se aplica tanto al software libre como al privativo, donde corresponda.

f) Verificar que se instale únicamente software autorizado y con las respectivas licencias en el caso de utilizar software privativo.

g) Cumplir los términos y condiciones de uso para el software y la información, obtenidos de la Internet o proveedores (programas freeware, shareware, demostraciones o programas para pruebas).

h) Controlar que no se duplique, convierta en otro formato, ni extraiga contenidos de
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i) Controlar que no se copie total ni parcialmente software privativo, códigos fuente y

la documentación de programas de software con derechos de propiedad intelectual. Se exceptúa los programas de software libre bajo los términos de sus licencias públicas.

j) Definir y aplicar una licencia pública general al software desarrollado por la institución o contratado a terceros como desarrollo, para proteger la propiedad

intelectual.

k) Exigir a los funcionarios que utilicen solo software desarrollado, provisto o aprobado por la institución.

11.3. Protección de registros en cada entidad

a) Clasificar los registros electrónicos y físicos por tipos, especificando los periodos de retención y los medios de almacenamiento, como discos, cintas, entre otros.

b) Mantener la documentación y especificaciones técnicas de los algoritmos y

programas utilizados para el cifrado y descifrado de archivos y toda la información relevante relacionada con claves, archivos criptográficos o firmas electrónicas, para permitir el descifrado de los registros durante el periodo de tiempo para el cual se

retienen.

e) Establecer un procedimiento para revisar el nivel de deterioro de los medios utilizados para almacenar los registros. Los procedimientos de almacenamiento y manipulación se deberán implementar según las recomendaciones del fabricante. Para almacenamiento a largo plazo, se recomienda considerar el uso cintas y discos digitales utilizando formatos de archivos y datos abiertos.

d) Establecer un procedimiento para garantizar el acceso a los datos e información

registrada, tanto el medio como el formato, durante todo el periodo de retención.

e) Establecer un procedimiento para cambiar o actualizar la tecnología del medio en el cuál se almacenan los activos de información y registros de acuerdo a las innovaciones tecnológicas disponibles en el mercado.

f) Los sistemas de almacenamiento de datos se deberán seleccionar de manera que los datos requeridos se puedan recuperar en el periodo de tiempo y en formatos legibles, dependiendo de los requisitos que se deben cumplir.

g) Garantizar la identificación de los registros y el periodo de retención de los mismos

tal como se defina en normas legales ecuatorianas. Este sistema debe permitir la destrucción adecuada de los registros después de este periodo, si la entidad no los necesita y las normas así lo especifican.

h) Establecer y difundir en la entidad las directrices sobre retención, almacenamiento,

manipulación y eliminación de registros e información. i) Inventariar las fuentes de información clave.

j) Implementar controles apropiados para proteger los registros contra pérdida,

destrucción y falsificación de la información. Utilizar como referencia para la gestión de los registros de la institución la norma ISO 15489-1 o su homóloga

ecuatoriana.

11.4. Protección de los datos y privacidad de la información personal

a) El Oficial de Seguridad de la Información deberá controlar la aplicación de la
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política de protección de datos y privacidad de la información personal.

b) Implementar medidas técnicas y organizacionales apropiadas para gestionar de manera responsable la información personal de acuerdo con la legislación correspondiente.

e) Implementar mecanismos de carácter organizacional y tecnológico para

autorización al acceso, uso e intercambio de datos personales de las personas o ciudadanos en custodia de las entidades públicas. Prima el principio que los datos personales pertenecen a las personas y no a las instituciones, éstas los custodian al ampara de la normativa legal vigente.

11.5. Prevención del uso inadecuado de servicios de procesamiento de información

a) Inventariar y aprobar el uso de los servicios de procesamiento de información por parte de la dirección de la entidad o quien esta delegue.

b) Definir y comunicar los servicios de procesamiento de información aprobados, así corno los criterios para establecer el uso de estos servicios para propósitos no relacionados con la entidad sin autorización de la dirección, o para cualquier propósito no autorizado.

e) Implementar mecanismos para identificar el uso inadecuado de los servicios por medio de rnonitoreo u otros medios

d) Definir y especificar en las normas internas de la entidad, las acciones legales o disciplinarias cuando se compruebe el uso no adecuado de los servicios de procesamiento de información. Se considerará también lo que establece la Ley de Comercio Electrónico, Firmas Electrónicas y Mensajes de Datos y su Reglamento.

e) Definir la política para autorización de uso de los servicios de procesamiento de

información aprobados, misma que debe ser suscrita por cada funcionario en relación de trabajo permanente o temporal, así como contratistas, asesores, proveedores y representantes de terceras partes.

f) Implementar en todos los servicios de procesamiento de información, el mensaje de advertencia que indique que el servicio al cual se está ingresando es propiedad de la entidad y que no se permite el acceso no autorizado. El usuario debe reconocer y reaccionar apropiadamente al mensaje de la pantalla para continuar con el proceso de registro de inicio. El uso de los servicios de procesamiento de información de la entidad tendrán corno fin principal o exclusivo los asuntos de la institución y no los personales o de otra índole.

g) Implementar mecanismos tecnológicos y organizacionales para detectar la intrusión y evitar el uso inadecuado de los servicios de procesamiento de información. Se recomienda advertir o informar a los usuarios sobre el monitoreo y obtener· su acuerdo cuando los servicios de información están abiertos a la ciudadanía o son públicos.

11.6. Reglamentación de controles criptográficos

a) Restringir importaciones y/o exportaciones de hardware y software de computadores para la ejecución de funciones criptográficas; o diseñados para adicionarles funciones criptográficas.

b) Restringir el uso de encriptación, y especificar y documentar los ámbitos en dónde se aplicarán tales procesos (ej., comunicaciones, firma de documentos, trasmisión de datos, entre otros).

e) Restringir métodos obligatorios o discrecionales de acceso por parte de las
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autoridades del país a la información encriptada mediante hardware o software para brindar confidencialidad al contenido.

d) Garantizar el cumplimiento con las leyes y los reglamentos nacionales antes de desplazar información encriptada o controles criptográficos a otros países.

11.7. Cumplimiento con las políticas y las normas de la seguridad

a) Revisar en intervalos regulares reportes e informes de seguridad de los sistemas de información.

b) Auditar las plataformas técnicas y los sistemas de información para determinar el cumplimiento de las normas aplicables sobre implementación de la seguridad y sus controles.

e) Revisar con regularidad en su área de responsabilidad, el cumplimiento del procesamiento de información de acuerdo con la política de la seguridad, las normas y cualquier otro requisito de seguridad. Si se determina algún incumplimiento o no conformidad como resultado de la revisión, la dirección deberá:

• Determinar la causa del incumplimiento

• Evaluar la necesidad de acciones para garantizar que no se repitan estos incumplimientos

• Determinar e implementar la acción correctiva apropiada

• Revisar la acción correctiva que se ejecutó

d) Registrar y conservar los resultados de las revisiones y las acciones correctivas llevadas a cabo por la dirección. Los directores deberán informar de los resultados a las personas que realizan revisiones independientes, cuando la revisión independiente tiene lugar en el área de su responsabilidad.

11.8. Verificación del cumplimiento técnico

a) Verificar el cumplimiento técnico bien sea manualmente (con soporte de las herramientas de software apropiadas, si es necesario) por un ingeniero de sistemas con experiencia, y/o con la ayuda de herramientas automáticas que generen un informe técnico para la interpretación posterior por parte del especialista técnico.

b) Aplicar evaluaciones de vulnerabilidad o pruebas de penetración considerando

siempre el riesgo de que dichas actividades pueden poner en peligro la seguridad del sistema. Tales pruebas se deberán planificar, documentar y ser repetibles.

e) Controlar que la verificación del cumplimiento técnico sea realizado por personas

autorizadas y competentes o bajo la supervisión de dichas personas.

d) Analizar los sistemas operativos para asegurar que los controles de hardware y software se han implementado correctamente. Este tipo de verificación del cumplimiento requiere experiencia técnica especializada.

e) Ejecutar o contratar pruebas de penetración y evaluaciones de la vulnerabilidad, las

cuales pueden ser realizadas por expertos independientes especialmente contratados para este propósito. Ello puede ser útil para detectar vulnerabilidades en el sistema y verificar qué tan efectivos son los controles evitando el acceso no a torizado debido a estas vulnerabilidades. Las pruebas de penetración y las evaluaciones de vulnerabilidad no deben substituir las evaluaciones de riesgos.

11.9. Controles de auditoría de los sistemas de información

a) Salvaguardar los servicios de procesamiento de información y las herramientas de auditoría durante las auditorías de los sistemas de información.

'\ \ 1'
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b) Proteger la integridad y evitar el uso inadecuado de las herramientas de auditoría.

e) Acordar los requisitos así como el alcance de las auditorías con la dirección

correspondiente.

d) Únicamente se deberá dar a los auditores acceso de lectura a la información.

e) Identificar explícitamente y poner en disposición los recursos correspondientes, para llevar a cabo las auditorías.

f) Identificar y acordar los requisitos para el procesamiento especial o adicional.

g) Monitorear y registrar todo acceso para crear un rastreo para referencia. El uso de rastreos de referencia de tiempo se debe considerar para datos o sistemas críticos.

h) Documentar todos los procedimientos, requisitos y responsabilidades de la auditoría.

i) Asegurar que la persona que realiza la auditoría sea independiente de las actividades auditadas.

11.10. Protección de las herramientas de auditoría de los sistemas de información

a) Instalar y administrar las herramientas de auditoría por parte del personal que las utiliza.

b) Los programas de software o archivos de datos de auditoría se deben separar de los sistemas de información y de desarrollo de la entidad.

e) Los archivos de seguridad y auditoría que generan los sistemas de procesamiento de información deben ser protegidos contra cualquier manipulación.

d) Mantener un estricto control de respaldos y tiempo de retención de los archivos de seguridad y auditoría de acuerdo al tipo de información y la política que se defina.

e) Mantener archivos de seguridad y auditoría en librerías de cinta, siempre que se les

proporcione un nivel adecuado de protección adicional.

f) Bloquear el acceso a los archivos de seguridad y auditoría a los funcionarios no

autorizados y de acuerdo al procedimiento que se defina.

·f

l

SNAP

![](data:image/png;base64,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)

58

![](data:image/png;base64,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)

GLOSARIO DE TÉRMINOS

Activo: Todo bien que tiene valor para la institución.

Ambiente de Desarrollo: tiene las siguientes características:

En este ambiente se desarrollan los programas fuentes se almacena toda la información relacionada con el análisis y diseño de los sistemas.

El analista o programador (desarrollador) tiene total dominio sobre el ambiente, y

puede instalar componentes o actualizar versiones del software base.

• Todos los cambios del código, de software base y de componentes deben ser debidamente documentados.

• Se registra en el sistema el control de versiones que administra el "Administrador de programas fuentes".

• El desarrollador realiza las pruebas con los datos de la base de datos desarrollo.

• Cuando se considera que el programa está terminado, se lo pasa al ambiente de pruebas junto con la documentación requerida que se le entregará al implementador de ese ambiente.

Ambiente de Pruebas: tiene las siguientes características:

• Este ambiente es utilizado para realizar pruebas previas al paso a producción.

• Deberá disponer del mismo software base que el ambiente producción.

• El implementador de este ambiente recibe el programa y la documentación respectiva y realiza una prueba general con un lote de datos para tal efecto.

• El testeador realiza las pruebas con los datos de la base de datos de pruebas. Si no se detectan errores de ejecución, los resultados de las rutinas de seguridad son correctas de acuerdo a las especificaciones y se considera que la documentación presentada es completa, entonces se emite un informe favorable y se pasa el programa fuente al implementador de producción por medio del sistema de control de versiones y se le entrega las instrucciones. Caso contrario, vuelve atrás el ciclo devolviendo el programa al desarrollador, junto con un detalle de las observaciones.

Ambiente de Capacitación: tiene las siguientes características:

• Este ambiente es idéntico al ambiente de producción en su estructura, versiones de sistema y software base.

• Este ambiente será utilizado para realizar las capacitaciones respectivas a los usuarios de los sistemas.

• Este ambiente no se actualizará con la información de producción para realizar pruebas.

Este ambiente también debe ser considerado para los respaldos de datos.

Ambiente de Producción: tiene las siguientes características:

• Es donde se ejecutan los sistemas y se encuentran los datos productivos.

• Los programas fuentes certificados se guardan en un repositorio de fuentes de producción, almacenándolos mediante un sistema de control de versiones que maneja el "administrador de programas fuentes" y donde se registran los datos del programador que hizo la modificación, fecha, hora y tamaño de los programas fuentes y objetos o ejecutables.
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• El "implementador" compila el programa fuente dentro del ambiente de producción, asegurando que hay una correspondencia biunívoca con el ejecutable en producción y luego (este fuente) se elimina, dejándolo en el repositorio de programas fuentes.

• Procedimientos de la misma naturaleza que el anterior, deberán aplicarse para las modificaciones de cualquier otro elemento que forme parte del sistema; por ejemplo: modelo de datos de la base de datos o cambios en los parámetros, etc. Las modificaciones realizadas al software de base (Sistemas Operativos, Motores de bases de datos, software middleware) deberán cumplir idénticos pasos, sólo que las implementaciones las realizarán los propios administradores.

• El personal de desarrollo, como el proveedor de los aplicativos, no deben tener acceso al ambiente de producción, así como tampoco a los datos reales para la realización de las pruebas en el Ambiente de Prueba. Para casos excepcionales, se debe documentar adecuadamente la autorización, los trabajos realizados y monitorearlos en todo momento.

Comité de Gestión de Seguridad de la Información: Estará integrado al menos por: el Director Administrativo, el Responsable del área de Recursos Humanos, el Responsable del área de Tecnologías de la Información, el Responsable de Auditoría Interna y el Oficial de Seguridad de la Información. Este ente contará con un Coordinador (Oficial de Seguridad de la Información), quien cumplirá la función de impulsar la implementación del Esquema Gubernamental de Seguridad de la Información.

Confidencialidad: Se garantiza que la información sea accesible sólo a aquellas personas. autorizadas a tener acceso a la misma.

Disponibilidad: Se garantiza que los usuarios autorizados tengan acceso a la información y

a los recursos relacionados con la misma, toda vez que lo requieran.

Información: Es uno de los activos más importantes de las instituciones, en las formas que esta se manifieste: textuales, numéricas, gráficas, cartográficas, narrativas o audiovisuales, y en cualquier medio, magnético, papel, electrónico, computadoras, audiovisual y otros.

Integridad: Se salvaguarda la exactitud y totalidad de la información y los métodos de procesamiento.

Oficial de Seguridad de la Información: Será el responsable de coordinar las acciones del Comité de Seguridad de la Información y de impulsar la implementación y cumplimiento del Esquema Gubernamental de Seguridad de la Información. El oficial de Seguridad de la Información deberá ser un miembro independiente de las áreas de tecnología o sistemas, puesto que deberá mantener su independencia para observar las necesidades de seguridad entre la estrategia de la institución y tecnología.

Propietarios de la Información: Son los responsables de clasificar la información d acuerdo con el grado de sensibilidad y criticidad de la misma, de documentar y mantener actualizada la clasificación efectuada y de definir qué usuarios deberán tener permisos de · acceso a la información de acuerdo a sus funciones y competencia.

Responsable del Área de Recursos Humanos: Cumplirá la función de comunicar a todo
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el personal que ingresa, de sus obligaciones respecto del cumplimiento del Esquema Gubernamental de Seguridad de la Información y de todas las normas, procedimientos y prácticas que de él surjan. Asimismo, tendrá a su cargo, la difusión del presente documento a todo el personal, de los cambios que en ella se produzcan, de la implementación de la suscripción de los Compromisos de Confidencialidad (entre otros) y de las tareas de capacitación continua en materia de seguridad en coordinación con el Oficial de Seguridad de la Información.

Responsable del Área de Tecnologías de la Información: Cumplirá la función de cubrir los requerimientos de seguridad informática establecidos para la operación, administración y comunicación de los sistemas y recursos de tecnología de la institución. Por otra parte, tendrá la función de supervisar las tareas de desarrollo y mantenimiento de sistemas, siguiendo una metodología de ciclo de vida de sistemas apropiada, y que contemple la inclusión de medidas de seguridad en los sistemas en todas las fases.

Responsable del Área Legal: Verificará el cumplimiento del Esquema Gubernamental de Seguridad de la Información en la gestión de todos los contratos, acuerdos u otra documentación de la institución con sus empleados y con terceros. Asimismo, asesorará en materia legal a la institución, en lo que se refiere a la seguridad de la información.

•.